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1. Summary Sheet

Name of Organization

National Informatics Centre Services Inc. (NICSI)

RFE Type

Open

RFE Category

Goods and Services

Location (Work/Services/Items/As per tender document)

As per tender document

Period of Contract

e Period: Three (03) years from the date of the
acceptance of the Award of the Contract

e Extendable by a period of up to one year on mutual
consent on existing rates and terms and conditions

Submission of pre-Bid queries

The queries submitted a day prior to the pre-Bid meeting would
be considered. However, the formal response to any query
would be that published on the said portal.

Number of packets

Two-packet online Bid, as under:
a) Packet-1: Technical Bid
b) Packet-2: Financial Bid

Resubmission of Bid

Bid may be resubmitted before the last date and time for
submission of the Bid.

Address for Communication

Tender Division, NICSI, 1st FLOOR, NBCC TOWER, 15, BHIKAJI
CAMA PLACE, NEW DELHI — 110066
Email: tender-nicsi@nic.in
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11. FEC Financial Evaluation Committee
12. EMD Earnest Money Deposit
13. PBG Performance Bank Guarantee
14. RFE Request for Empanelment




S. No. Term Definition
Auditor Auditor shall mean the Statutory Auditor of a company/ bidder.

“Authorized signatory” or signer is a person who's been given the right to

2 Authorized Signatory sign documents on behalf of the authorizing organization.

The “Bidder” shall mean the Organization on whose behalf the tender

3 Bidder response has been submitted.

The organization publishing the RFE, i.e. NICSI.
4 Purchaser The term purchaser and NICSI is being used interchangeably throughout
this document.

The bidding process and the proposal submitted by the selected Bidder for
5 Bid this RFE, including any clarifications and amendments submitted by the Bidder
in response to any request made by the Purchaser in this connection.

“Business Day” means any day that is not a Sunday, or a Holiday declared by

Busi D
6 usiness Lay Purchaser and/or Government of India.

“Confidential Information” means any information disclosed to or by any
Party to this Contract and includes any information in relation to the Parties,
a third party or any information including any such information that may
come to the knowledge of the Parties hereto BIDDER / CONSORTIUM
PARTNER by virtue of this Contract that is by its nature confidential or by the
circumstances in which it is disclosed confidential; or is designated by the
disclosing Party as confidential or identified in terms connoting its
confidentiality; but does not include information which is or becomes public
knowledge other than by a breach of this.

The contract or agreement entered into between the Selected Bidder and the
Purchaser.

Confidential
Information

8 Contract/ Agreement

“Document” means any embodiment of any text or image however
recorded and includes any data, text, images, sound, voice, codes or and

Document . . . .
9 databases or microfilm or computer-generated micro fiche.




S. No.

Term Definition

10

The formal acceptance submitted by the Selected Bidder to the Purchaser
Letter of Acceptance against the notification of the award of contract.

11

Managed Service Provider (MSP) The Bidder with whom the Purchaser enters into the Contract.

12

System Integrator (SI) The SI Bidder with whom the Purchaser enters into the Contract.

13

Net worth (Consolidated) The value computed by deducting the total liabilities from the total assets
that are owned by an individual/company.

14

User User department submitting request for CDN Service

4. Introduction

4.1.
4.1.1.

4.1.2,

4.2.

4.2.1.

4.2.2,

4.2.3.

4.3.
4.3.1.

4.3.2,

4.3.3.

About NIC and NICSI
National Informatics Centre (NIC) was established in 1976. Since then, NIC has emerged as a "prime builder" of e-
Governance or Digital Governance up to the grassroots level. NIC provides nationwide common ICT infrastructure to
support e-Governance services to the citizen with products and solutions designed to address e-Governance initiatives,
both at Central and State or UT levels.
National Informatics Centre Services Inc. (NICSI) was set up in 1995 as a section 25 (now section 8 company under the
Companies’ Act, 2013) company under National Informatics Centre, Ministry of Electronics and Information Technology
(MeitY). NICSI’s prime objective is to enable technological interventions for the development of India by promoting the
use of ICT technology as a spin-off of the services, technologies, infrastructure, and expertise developed by National
Informatics Centre.

About CDN

Content Delivery Network (CDN) service is required for handling peak spikes or huge traffic on critical
websites/applications. CDN services caches the content and ensures fast/smooth delivery from the nearest edge server
across the globe. CDN also acts as a shield for NDC infrastructure as the user traffic is offloaded to CDN service provider.

CDN also offers an additional layer of protection of cached content through Web Application Firewall, bot mitigation,
API| security, and Layer 7 DDoS attacks. Due to the ever-increasing cyber threats on Government websites and
applications, secure CDN has become a go to solution for websites of various ministries (long term, continuous) and
important schemes and events (short term with extremely high user load).

CDN provides many services such as:

e  Web Acceleration: Service like compression, dynamic resizing of the images and automatic optimizations for
enhanced web experience on heterogeneous client devices.

e Media Streaming: CDN provides Live & on-demand video streaming with real time media analytics, showing real
time users, multi-bitrate adaptive streaming in multiple formats like Microsoft Smooth, HLS, HDS, or MPEG-DASH
to any device.

e Storage: CDN storage service enables to host files with high download count directly on CDN.

e  Web Application Protection: CDN also provides traffic filtering capabilities like identifying & mitigating various
network attacks, Web application filtering etc.

e API: APl operations with APl metering, API throttling, and API authorization/authentication. CDN should be able
to accelerates APl requests with caching as well as route optimization and protocol optimizations

Objective of the RFE

The objective of this RFE is to empanel Single Managed Service Provider (MSP) to deliver Content Delivery Network
(CDN) services to NICSI. The selected MSP will be responsible for providing secure, scalable, and high-performance
content delivery for onboarded websites and applications ensuring near 100% availability. The MSP shall leverage
advanced edge infrastructure, real-time traffic optimization, and comprehensive cybersecurity measures.

The MSP will provide on premise manpower to manage the CDN service including configuration of caching,
troubleshooting and providing user traffic report analytics as and when required.

The engagement is thus intended to enhance end-user experience, ensure high availability during traffic surges, and
support critical government digital services with 24x7 managed support and full operational responsibility.




4.3.4.

MSP shall also be responsible for:
e SLA bound Onboarding of Websites on CDN
e Security & Compliance of CDN Platform
e Scalability & Usage Handling
e Advanced CDN Capabilities — (elaborated in Technical Specification)
e  Providing Technical Support — on premise and through 24X7 email and telephonic support from OEM
e Manpower Deployment & Operations
e Technical Documentation and Training manuals

5. Scope of Work

5.1.
5.1.1.

5.2,

5.2.1.

5.2.2.

5.2.3.

5.2.4.

5.3.
5.3.1.

5.4.
5.4.1.
5.4.2.

5.5.
5.5.1.

5.6.
5.6.1.

Overview

The MSP shall be responsible for providing CDN services for handling peak spikes and traffic on critical
websites/applications.

Security
The MSP shall be responsible to ensure only clean traffic is pushed to the origin setup.

Encryption: The MSP shall ensure secure communication between the user to Edge nodes and Edge nodes to Origin.
SSL/TLS certificate at edge nodes should be managed by OEM.

Platform Security: The MSP shall ensure its Point-of-Presence (POP) Locations adhere to security compliances and
possess relevant security certifications for every POP location.

Edge IP whitelisting: The MSP shall be responsible for sharing the IP address pool of the edge server for whitelisting.
The MSP shall ensure that alerts are generated in case of inaccessibility of underlying ICT Infrastructure.

Traffic Reports
The MSP shall be responsible for providing Role based access to GUI Dashboard with analytics on user traffic data.

Billing Reports

The MSP shall be responsible for providing website wise online and scheduled billing reports for individual tenants
The billing report should include, but not limited to, hits on the website and volume of traffic delivered through CDN
with the provision of grouping related items.

Deployment
The CDN service shall be offered through OEM’s cloud. The MSP shall ensure that no hardware or software is installed
at NIC/NICSI premises for the provision of any component of CDN service.

Key Features
The MSP shall ensure the following default features in CDN services:

Service Category Description

Caching of Static Content

Understanding Caching Requirements of Websites and configuration

CDN traffic report Traffic report to analyse URLs, Geolocation, User Agent wise traffic, top 25 IPs, top 25 URLs
etc

Real time Traffic Monitoring Real time Traffic

Troubleshooting Availability of on-premises manpower for Troubleshooting.

Event Management

During key events such as results or inaugurations, setting up virtual war room for sharing
real time traffic and mitigation of Caching and security related issues

Telephonic/Virtual meeting
support from OEM

24x7 Telephonic and Virtual Meeting support from OEM

Helpdesk Support

24x7 Phone and email support for end users experiencing technical issues




WAF Security Protection of on-boarded websites though CDN WAF

5.7.
5.7.1.

5.7.2.

5.7.3.

5.7.4.

5.8.
5.8.1.

5.9.

5.9.1.

5.9.2.

5.9.3.
5.9.4.

5.9.5.

User Acceptance Testing (UAT)

The UAT shall be conducted by the Purchaser or its nominated agencies. The purpose of UAT is to evaluate the CDN
service on parameters such as performance, functionality and security of the platform. This would include onboarding
of a live website on CDN and demonstration of key features such as traffic offload, traffic analytics and security through
WATF. The user acceptance test shall be considered as completed after the successful testing by the Purchaser and
issuance of a User Acceptance Test (UAT) Certificate by the Purchaser.

Prerequisite for carrying out UAT activity:

i. Detailed test cases and scenarios for functional and performance testing will be provided by the MSP in consultation
with Purchaser or its nominated agencies. All the test cases and scenarios shall be approved by Purchaser.

ii. The MSP shall configure the proposed CDN service for UAT.

iii. All documentation related to relevant acceptance test documents should be completed and submitted before the
final acceptance test to Purchaser.
The UAT shall include but not be limited to, evaluation of the following features:

i. Onboarding of a live website on CDN
ii. Execution of the test cases and scenarios as given in Section 5.7.2 “Prerequisite for carrying out UAT activity” by MSP

iii. The MSP shall arrange the staging environment (if any) required for performance verification. The MSP will also
provide test results.

Acceptance schedules, detailed acceptance tests, formats for acceptance reports and dissemination mechanism for

such reports shall be drawn by the MSP in consultation with Purchaser.

Training
The MSP shall have to provide technical training by engaging the OEM:

i. The MSP shall impart One (1) full day classroom based structured training per year to the NICSI/NIC team covering
features of CDN Portal & Dashboard, Security Operations and Monitoring, Usage Monitoring & Billing Reports,
Compliance & Documentation etc.

ii. The training should be designed on the lines of ‘Train the Trainer’ program, which would disseminate the skills and
knowledge within the organization.

iii. The Training manual covering the modules covered in the training would be made available to the participants, any
changes to the same should be updated periodically, as and when required, and should be shared with the
purchaser.

iv. The training manual should serve as ready reckoner for day-to-day operations

Manpower Deployment

To ensure effective management of APM service operations, two on-premise manpower (one Solution Architect and
one Site Reliability Engineer) would be deployed by the MSP within 4 weeks from the date of issue of empanelment
letter.

When the cumulative work order issued is more than 25% of the estimated count of licenses as mentioned in Section
9, remaining two manpower would be deployed.

All the proposed resources shall be deployed onsite at NICSI/NIC

The MSP should have provision for adequate remote support to provide 24X7 onsite operations and maintenance
services as defined in the scope of work.

Prior to Go-live, the MSP shall carry out background checks of the human resources identified to work on this project
and submit the background check reports along with police verification certificate, along with copies of any of the
officially valid documents under the Prevention of Money-laundering (Maintenance of Records) Rules, 2005, in respect
of each such resource. The valid police verification certificate shall be submitted every year. The same process shall be
followed post Go-live in respect of any resource who may be replaced or added, prior to his or her deployment. The
Purchaser shall also extend necessary cooperation, which may extend to disclosure of income-tax Permanent Account
Number and other identification details, professional history including directorships, disclosure regarding criminal
prosecution (if any) and organizational affiliations, and shall require any resources as aforesaid to so cooperate, for such
person to undergo security vetting by Government-designated agency as the Purchaser may communicate in writing. If
the Purchaser, at any point of time, communicates in writing the fact that a resource having been identified as
unsuitable by the Government-designated agency as aforesaid, the MSP shall take action to remove such resource
promptly, and in any case not later than 24 hours of receipt of such communication, and shall stop forthwith the access
(both in-person and virtually) of such human resource.




5.9.6.

5.9.7.

5.9.8.

5.9.9.

5.9.10.
5.9.11.

5.9.12.

5.9.13.

5.9.14.

5.9.15.

5.9.16.

5.9.17.

5.9.18.

5.9.19.

5.9.20.

5.9.21.

5.9.22.

The personnel deployed by the MSP under this Contract or Agreement, under no circumstances, be considered
employees of the Purchaser. The MSP shall have the sole responsibility for the supervision and control of the personnel
deployed in the project and for payment of such personnel’s compensation, including salary, provident fund,
withholding of income tax and other taxes, worker’s compensation, maternity benefits, employee and disability benefits
and the like, and shall be the responsibility of the MSP, subject to Applicable Law.

Ensure sufficient manpower to manage the service operations. Failure to comply would result in penalty as mentioned
in Section 11 Payment Terms.

The On-premises Operation Team shall comprise of team members with following roles, qualification and minimum
count: —

S. No. Role Minimum Qualification and Relevant Experience
Count
1 Sr Solution Architect 1 B.E./B.Tech. /MCA with at least 5 years of
experience.
2 Solution Architect 2 B.E./B.Tech. /MCA with at least 2 years of
experience.
3 Technical content writer 1 Graduate with at least 1 year of experience.

Subcontracting of the resources/manpower is NOT allowed.
The MSP shall designate minimum one Sr. Solution Architect for Five (05) days a week from 09:00 AM to 5:30 PM.
The MSP shall designate Minimum one Solution Architect in each shift for Five (05) days a week: -

e  Morning Shift —08:00 AM to 04:30 PM

e Afternoon Shift — 12:00 PM to 08:30 PM
The MSP shall designate one Technical Content Writer for Five (05) days a week from 09:00 AM to 5:30 PM.
The MSP shall, to the best of its efforts, avoid any change in the organizational structure proposed for execution of this
contract or replacement of any manpower deployed. The MSP shall promptly inform the Purchaser in writing if any such
change is necessary. In case of replacement of any human resource, the MSP shall ensure efficient knowledge transfer
from the outgoing resource to the incoming resource and adequate handholding period and training for the incoming
resource. However, for deployment of resources penalties shall be applicable as specified in Section 11 Payment Terms.
The manpower shall be available, on-premises/remotely, on Saturdays/Sundays/Holidays as per requirement, such as
any urgent on-boarding /troubleshooting /scheduled tasks. Compensatory Leave would be provided in lieu of the work
done during Saturdays/Sundays/Holidays. The MSP shall maintain appropriate redundancy in staffing to handle
unforeseen absences or workload spikes, ensuring uninterrupted service delivery.
If the deployed resources don’t possess the required skill set or if the resources are not able to deliver on the assigned
tasks, the resources shall be replaced (with similar or higher skill set and experience as specified in the RFE) within 15
days of receiving such an intimation from the Purchaser. Further, the outgoing resource shall have to provide knowledge
transfer of minimum 15 days to the new resource.
If a resource is not available at the place of duty for more than 3 consecutive days due to unauthorized absence, the
MSP shall provide an alternative resource with similar or higher skill set and experience as specified in the RFE at no
additional cost to the Purchaser.
The MSP shall be required to provide the documentary proof of the qualifications and experience of the manpower
being provided to the Purchaser before the deployment of that resource.
All manpower shall report to the designated nodal officer(s) assigned by the Purchaser. The MSP must ensure proper
planning for backup manpower to comply with the SLAs. This backup manpower must possess equivalent qualifications
and experience as the person(s) they shall replace.
The Purchaser may interact with the proposed manpower, deployed by the MSP, if it's required before the actual
deployment.
All the resources shall log their attendance daily in the Biometric attendance system or AEBAS at the Purchaser’s
premises. The MSP shall also maintain a database of attendance of the resources deployed. The attendance database
should have facilities to track attendance and draw out MIS reports, as and when required by the Purchaser.
The laptops and other essential equipment or software to resources will be provided by the MSP. The data residing in
such devices will be owned by the Purchaser.
The MSP shall provide dedicated laptops with at least 8 Core latest generation 2.4 GHz CPU, 8 GB RAM and 500 GB SSD
standalone MS Office professional (latest version) with perpetual license to the deployed resources. The laptops shall
not have any DLP, Endpoint security or other endpoint solution of the MSP. The resources shall install on their laptop,
the security and ICT solutions provided by the Purchaser. The resources shall not connect these dedicated laptops
anywhere outside Purchaser’s network, without an explicit written permission from the Purchaser.
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5.9.23. The MSP shall replace the faulty laptop within 7 days. After 7 days, the resource without a functioning laptop will be
marked as absent.

5.10. Overall Project Go-Live
5.10.1. The Project shall be declared Go-live by the Purchaser, on completion of the following activities by the MSP:
i Submission of duly signed UAT Certificate
ii. One day training to the NICSI and NIC team on CDN platform. This is excluding the annual training as mentioned
in Section 5.8 Training.
5.10.2. CDN service will be deemed operational from the date of Go-Live

5.11. Responsibility table

5.11.1. The responsibilities (but not limited to) of various stakeholders are listed in following table: -

S. No. Stakeholder Responsibility

e Quantify the CDN Traffic Volume requirements

e Provide access to the website from CDN Edge IPs

1 User e Specific caching requirements

e Provide Technical documentation including System Architecture, Key
modules within applications, application specific SLA (if any)

2 MSP e Onboard websites/applications on CDN as per the user requirements

e Provide access to the analytical Traffic dashboards, billing reports etc. and
ensure uptime of service

e Issue work orders as per requirements received from user (multiple

4 Purchaser individual orders or collective orders against the requirements)

o  Will inform the user upon exhaustion of 70% of hired CDN traffic

6. Pre-Bid Meeting

1. A Pre-Bid Meeting of the interested bidders shall be convened at the designated date, time and place. During the course
of Pre-Bid Meeting, the Bidders will be free to seek clarifications and make suggestions for consideration of the Purchaser.
The Purchaser shall endeavor to provide clarifications and such further information as it may, in its sole discretion,
consider appropriate for facilitating a fair, transparent and competitive Bidding Process.

3 OEM

2. All queries must be submitted to the Authority before the Pre-bid meeting or the date mentioned in the Schedule of
Bidding Process. The queries should necessarily be submitted in the following format (Word/Excel format):

o. Reference Clause of RFE Content of RFE requiring clarification Clarification Sought

Alwln]r]2

3. Queries submitted post the mentioned deadline, or which do not adhere to the above-mentioned format may not be
responded to.

7. Bidding Process

7.1. Earnest Money Deposit

7.1.1. Bidders shall submit a single EMD equivalent to 2% of the estimated value of the RFE, along with their Bids. Any
relaxation provided by Terms and conditions mentioned in section 13, shall be applicable.

7.1.2. EMD of all unsuccessful Bidders would be returned. The EMD of the successful Bidder would be returned upon
submission of PBG.

7.1.3. The EMD amount will be refunded to the successful/unsuccessful Bidders without any accrued interest on it.

7.1.4. Bids which are submitted and not accompanied by the EMD or with infirmity (/ infirmities) mentioned above, shall be

summarily rejected.
7.1.5. The EMD may be forfeited in the event of:
i. A Bidder withdrawing its bid during the period of bid validity.
ii. A successful Bidder failing to sign the subsequent contract in accordance with this RFE.
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iii. The Bidder being found to have indulged in any suppression of facts, furnishing of fraudulent statement,
misconduct, or other dishonest or ethically improper activity, in relation to this RFE.

8. Evaluation Process

8.1. Pre-qualification Evaluation
8.1.1. Prequalification Criteria
S. Parameter Clause Documents Required
No.
1. Legal Entity The bidder should be an established Information e Valid documentary proof of:
Technology company registered under the o Certificate of
Companies Act, 1956/2013 or LLP firm or incorporation or
Partnership firm under Partnership Act 1932 and Certificate of
in operation for at least 5 years as on 31.03.2025 Commencement
and should have their registered offices in India. o Certificate consequent
The company must be registered with appropriate to change of name if
authorities for all applicable statutory duties or applicable
taxes. o Copy of Memorandum
of Association
e Valid documentary proof of:
o Income Tax returns for
the last three financial
years
2. Financial: Turnover The OEM average annual turnover from IT/ITES CA Certificate clearly certifying
services during the last three financial years (i.e., the turnover requirements
FY 2022-23, 2023-24, and 2024-25) must be at
least X100 crores. The agency should have been in | Undertaking by Authorised
the business of e-Governance IT/ITES Signatory
development for at least 3 Years.
3. Financial: Net Worth The bidder should have positive net worth as on CA Certificate with CA’s
March 31, 2025, as per audited balance sheet. Registration Number/ Seal
4, Manpower Strength The bidder and OEM should have on its rolls, a Certificate from HR on the

staff of at least 100 technically qualified personnel | company letterhead
with relevant experience in IT software projects.
5. Tax registration The bidder should have a registered number of Copy of PAN Card
Income Tax / PAN number GST

Copy of valid GST certificate

6. Toll Free Number The Bidder/ OEM should have a Toll-Free Number | Self-declaration on Letter Head
based in India

7. OEM presence in India OEM needs to have its office in India Self-declaration on Letter Head

8. OEM Make in India Make in India certificate should be vetted from Self-declaration on Letter Head

legal team and authorized signatory of OEM and
should mention (a) Class and (b) % of Make in
India Component

9. OEM has supplied CDN Order copy to be attached Copy of Work Orders
service in Govt
Departments/PSU/ Private
Sector in last 3 years

10. Certification The Bidder must have minimum two of the Copy of valid certificates duly
following valid certifications: authenticated by authorized
e [SO9001:2015 signatory

e ISO/IEC 27001:2022
e ISO/IEC 20000-1: 2018

11. Mandatory Undertaking The Bidder should not be debarred /blacklisted by | Undertaking by bidder
any Government / PSU in India as on date of
submission of bid.
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S. Parameter Clause Documents Required
No.
12. Earnest Money Deposit The bidder should furnish an EMD of ------- /- as EMD shall be deposited through
(EMD) part of its proposal. online mode
13. Manufacturer Authorization | The bidder should submit valid letter from the Manufacturers Authorization
Form OEM confirming that the bidder is authorised to Form (MAF) from OEM whose
quote the product and must mention the bid products are being quoted.
number in the Manufacturers Authorization Form
(MAF)
Note:
1. In case the latest audited financials are not ready, provisional balance sheet may be submitted.
2. Value of Work Order will be considered as inclusive of all taxes.
3. Fortechnical evaluation, in the case of ongoing projects, if any extension orders have been issued to the bidder, all such
orders related to that project shall be considered as a single work order.
8.2. Technical Evaluation Criteria

The bids should include documentary evidence (PO/ Event Reports/ any supporting document) showing the service meets the
following minimum values mentioned against the below criteria -

S. No. Technical Evaluation Criteria Criteria Supporting docfuments to
be submitted
1 Projects / work Orders The bidder must have successfully executed / | Copies of PO or any other
complete IT projects as per the “Scope of | material which proves
Work”, for any Govt./PSU/Bank/Corporate | statements
client, over the last three financial year. (2022-
2023, 2023-24, 2024-25) POs/Supporting documents
must reflect cost component
e  Min Order Value for Single PO - Rs of the CDN service
1.5Cr
e Annual Value of single work order
will be considered, inclusive of all
taxes.
e The attached POs should be of same
CDN product or service being offered
by the bidder for current RFE
2 Capacity and Traffic Analytics The service should be scalable enough to Reports displaying the
sustain very high concurrency and traffic performance parameters
usage and Traffic analytics
i Traffic - min 2 billion hits per day
ii. Bandwidth - 5-10 GB/s
The above Performance parameters will be
considered for Website traffic and not for
media streaming.
The CDN Service should include real time
Traffic Analytics with below features:
- IP wise/ Geo location wise/URL wise etc.
- Online and scheduled reports
3 Security e  CDN solution have Layer 3-7 security | An undertaking in this
features such as WAF, Volumetric regard must be provided by
Attacks, BOT attacks, Geo Fencing, the agency on its company
Stream protection and Token letter head duly signed and
Authentication for streaming stamped by the authorized
signatory**
e APIs available for Integration with
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S. No. Technical Evaluation Criteria

Criteria

Supporting documents to
be submitted

third party application / Cache
Refresh

Note:

1. Value of Work Order will be considered as inclusive of all taxes.
2. For the technical evaluation, in respect of the workorders submitted by the bidder, in respect of any ongoing projects if
any extension orders have been placed upon the bidder, then all set of orders within that project shall be considered as

single workorder.

8.3. Qualification Summary

The Bidder is required to fill up and submit the below summary sheet on Company Letter head along with other

supporting documents in response to RFE:

S. No. Criteria Parameters
1 Project/Work Order Work Order Value:
Capacity and Traffic Analytics Maximum Traffic (hits/day):
Maximum Bandwidth (Gb/s):
3 Point of Presence Within India:
Worldwide:
4 Quality Certifications 1.
2.
3.
5 MIl Compliance Class:
% of Mll:
6 Manpower Strength OEM:
Bidder:
7 OEM Presence Toll Free No:
Address in India:
8 Financial Annual Turnover of bidder:
Bidder Net worth as on 31.03.2025:
Note:

The Technical Evaluation would be done on the basis of Mandatory parameters as mentioned in Annexure 4. If deemed
necessary, the committee may invite the bidder for presentation of the offered CDN solution.

8.4. Financial Evaluation
The financial bids of only those bidders will be opened who qualify the pre-qualifying and technical evaluation stage.

8.4.1 On a designated day and time, the Abridged Financial Bids of only those Bidders satisfying all conditions of
the eligibility criteria and have passed the Technical Evaluation Stage will be opened electronically in the
presence of the representatives of the technically qualified bidding companies.

8.4.2 The lowest quoting bidder (L1) will be the bidder with the lowest Grand Total Value (GTV) among all the
quoted GTV in the Abridged Financial Bids.

8.4.3 The Detailed Financial Bid of only the L1 bidder shall be opened and evaluated by a duly constituted Finance
Evaluation Committee (FEC).

8.4.4  If NICSI considers necessary, revised Financial Bids could be called from the eligible Bidders, before opening
the original financial bids for recommending final empanelment.

8.4.5 Inthe event of revised financial bids being called the revised bids should not be higher than the original bids,
otherwise the bid shall be rejected. There will be no negotiation regarding the financial / commercial bid.
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8.4.6  Quoting incredibly low or high value of items with a view to subverting the RFE process shall be rejected

straight away and Bid Securing Declaration will be executed/EMD will be forfeited of such bidders.

8.4.7 If there is a mismatch between values quoted in figures and words, the value quoted in words shall prevail.
8.4.8 A Financial Evaluation Committee (FEC) would scrutinize the commercial bids. Bids found lacking in strict

compliance to the commercial bid format shall be rejected straightaway.

8.4.9 Arithmetical error will be rectified on the following basis. If there is a discrepancy between the unit price and

the total price that is obtained by multiplying the unit price with quantity/weightage, the unit price shall
prevail, and the total price shall be corrected. If the bidder does not accept the correction of the errors, its
bid will be rejected and Bid Securing Declaration will be executed/EMD will be forfeited. If there is a
discrepancy between words and figures, the amount in words will prevail.

8.4.10 NICSI reserves the right to use this RFE to service its clients'/NIC/NICSI needs.
8.4.11 The rates quoted should be reasonable and as per industry standards for the prescribed experience. The bids

in which the bidder quote NIL charges/considerations, such bid will be treated as unresponsive and will not
be considered.

8.4.12 The Financial Evaluation Committee (FEC) retains the right to enforce the deviation percentage clause

mentioned above. Additionally, it reserves the authority to review and modify the deviation percentage, as
specified in the Financial Bid Evaluation clause, considering prevailing market conditions, industry standards,
and other relevant factors. The decision of FEC in this regard will be final and binding on all the parties.

9. Implementation of the Contract

9.1.

9.1.1.
9.1.2.
9.1.3.

9.1.4.
9.1.5.

9.2.
9.2.1.

9.2.2.
9.2.3.

Timelines

Empanelment letter would be issued by NICSI only to L1 bidder

The MSP would inform about any prerequisites or dependencies for the commencing of CDN service

Upon meeting the prerequisites, the MSP would provision the CDN service (readiness of Edge Nodes and POPs, Edge IP
list etc.) within 4 weeks

Upon receipt of the work order, it is expected that the website would be onboarded to CDN within 1 week

Any delay in provisioning of CDN service or onboarding of websites would incur in penalty as mentioned in Section 11
Payment Terms.

Validity of Rates

The rates provided in Annexure 5: Detailed Financial Bid shall remain valid during the Contract Period. The Purchaser
reserves the right to use these rates for placing additional Work Orders. The MSP shall accept all such subsequent Work
Orders.

Downward revision in rates should be applicable if lower rates are offered to other clients against similar specifications
Conflict of Interest: The BIDDER shall disclose to the Purchaser in writing, all actual and potential conflicts of interest
that exist, arise or may arise (either for the BIDDER or the BIDDER’s Team) in the course of performing the Services as
soon as practical after it becomes aware of that conflict.

10.1.

10.1.1.

10.1.2.

10.1.3.

10.1.4.

10.1.5.

10.2.

10.2.1.

Placing of Work Order

The objective of the RFE is to create a Managed service of CDN for user departments to avail the service as per their
requirements.

The purchaser would place the work order at the discovered rate of contract or empanelment based on the
requirements received from the user departments

The estimated Content Delivery Network (CDN) traffic volume to be procured over the period of empanelment is 45
Petabytes (PB). The traffic volume would vary as per the actual requirement without any floor or ceiling limits.

The selected MSP shall honor the same unit pricing, technical specifications, support, and warranty terms as quoted in
the original bid for all additional traffic volumes procured under this contract.

Objection, if any, to the Work order must be reported to Purchase department by the bidder within three (3) working
days counted from the Date of Work Order for modifications, otherwise it is assumed that the bidder has accepted the
Work Order in totality. This is applicable in case of electronic publishing or delivery of Work Order also.

Performance Bank Guarantee

The MSP is required to ensure submission of Performance Bank Guarantee (PBG) equivalent to 4% (Four Percent) of the
Work Order Value. PBG must be furnished within 15 days of issuance of the Contract to the MSP or as informed by the
Purchaser. In the event of default or delay in submission of PBG within the stipulated time, the MSP shall be liable for

15




10.2.2.

10.2.3.

10.2.4.

10.2.5.
10.2.6.

a penalty amounting to 0.1% (Zero Point One Percent) of the GTV Value per day delay or default with a maximum
penalty capping of 10% of Contract value. Beyond the maximum capping of 10% of GTV Value.

The Performance Bank Guarantee shall remain valid for a period of 90(Ninety) days beyond the date of completion of
all contractual obligations of the supplier for that Work Order.

PBG shall be in the form of an unconditional and irrevocable Bank Guarantee or e-Bank Guarantee from a Commercial
bank in the name of National Informatics Centre Services Incorporated (NICSI), New Delhi.

Performance Bank Guarantee would be returned only after successful completion of tasks assigned to MSP only after
adjusting or recovering any dues recoverable or payable from or by the MSP on any account under the contract.

The PBG shall be released (without any accrued interest) after the completion of all tasks (deliverables) of the Contract.
During the Contract period, the Purchaser shall review the total Contract value considering the total orders issued by
the Purchaser. The MSP shall be required to deposit additional PBG, as required by the Purchaser, to keep the aggregate
PBG value to minimum 4% of the total Contract value, in accordance with the instructions or directions of ministry of
finance, Government of India or any other ministry.

11. Payment Terms

11.1. Overview

11.1.1.  Afterreceiving the detailed invoices for the quarterly payments, each invoice payment shall undergo scrutiny for breach
of SLA requirements and other factors and payment shall be released to the MSP after deducting the penalty amount,
if any, and tax deduction at source as per Applicable Laws.

11.1.2. Payments shall be made by the Purchaser to the MSP in accordance with the scope of work as given in Section 5 Scope
of Work, SLA requirements as given in Section 12 Service Level Agreement and Penalty and other terms and conditions
of this RFE or Contract.

11.1.3. Payment shall be made using ECS, NEFT or RTGS.

11.1.4. Payment shall be made in Indian Rupees (INR).

11.1.5. The Purchaser shall release the payment, subject to the condition that the invoice and all supporting documents
produced are in order.

11.1.6.  All claims against the Purchaser shall be time-barred after a period of three years, reckoned from the date on which
payment falls due, unless the payment claim has been under correspondence. The Purchaser shall be entitled to reject
such claims.

11.1.7. In respect of any claim where the same is raised but the invoice with requisite details is not made available in time for
the Purchaser to be in position to claim input tax credit under the Applicable Laws governing taxation or the documents
necessary for making such claim are not made available in time for the Purchaser to make such claim, the MSP shall not
be entitled to payment of such input tax credit amount as the Purchaser would not be in position to claim.

11.1.8. Payment will be done after deduction of all applicable penalties, for the defaults like delay in delivery, delay in
completing the installation of all the ordered items, adherence to SLA as defined in Section 12.

11.2. Payment Schedule

11.2.1. Payments would be made quarterly as per actual consumption (PAYG) of CDN traffic.

11.3. Penalty for delay

11.3.1. Penalty will be done as mentioned below:

S. No. | Timeline Timelines Penalty
CDN Platform Provisioning
1. Provision of Edge Nodes and POPs Upto 4 weeks No Penalty
from the date of empanelment Beyond 4weeks Cancellation of
Empanelment & Security
deposit would be forfeited
2. Deployment of Manpower Upto 4 weeks No Penalty
from the date of empanelment Beyond 4weeks Cancellation of
Empanelment & Security
deposit would be forfeited
3. CDN Service Go-Live Upto 4 weeks No Penalty
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from the date of empanelment Beyond 4weeks Cancellation of
Empanelment & Security
deposit would be forfeited

Execution of Work orders
1. Configuration, Integration and Caching Setup Upto 1 week No Penalty

Beyond 1 week For every 1 week or part

thereof of delay, 1 % of the

order value of the affected

user(s)

Note: Penalty amount is capped to 10% of total quarterly invoice value and to be deducted with effective form quarterly

payment.

12. Service Level Agreement and Penalty

12.1. Scope of the SLA

This Service Level Agreement (SLA) outlines the key activities, responsibilities, and performance metrics for the CDN managed
service provided by the OEM. The service will run 24x7 for three years and focuses on maintaining high availability of on-boarded
websites/applications.

12.2. Key Activities and Responsibilities
12.2.1. Application Onboarding

e Configuration of Caching requirements:

o Collaborate with application owners to gather caching requirements.
o Create configuration as per the requirement

e Onboarding:

o Perform functional testing of the Website on the CDN staging network
o Ensure the website is fully functional post on-boarding
12.2.2. Monitoring and Troubleshooting

e Real-Time Monitoring:

o Continuously monitoring the health of the origin and troubleshoot any caching issues.
o Analyse anomalies and trigger alerts based on pre-defined thresholds such as Non-reachability of Origin,
disproportionate traffic on website etc.

e Live Event:
CDN plays a key role in ensuring 100 % site availability during key events of national importance such as Examination
Results, Election Results, Budget speech etc.

o  Share reports on Traffic and WAF statistics during live events.

o  Set up virtual war room for instant communications, approvals, troubleshooting and change implementation
during the event.

o Share consolidated reports at the end of event

12.2.3. Incident Management

e Detection:
o Identify and log incidents in real-time.

e Resolution:
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o Perform root cause analysis (RCA) and recommend fixes.
o Collaborate with relevant teams to restore services within SLA timelines.

e Documentation:
o Maintain a detailed incident log with RCA reports for all critical events.

12.2.4. Escalation Management

e Tiered Escalations:

o Follow a tiered escalation process for unresolved incidents.
o Notify stakeholders and provide regular updates during escalations.

e Priority Handling:

o Address high-priority escalations within 15 minutes of detection.
o Ensure resolution or stable workarounds within SLA timelines.

12.2.5. Reporting
e Monthly Reports:

o Scheduled report for website-wise user traffic.

e Quarterly Reviews:
o Conduct in-depth service reviews to assess performance and plan future enhancements.

12.3. SLA Metrics
12.3.1. Availability and Uptime

e Maintain Website availability uptime of 99.9%
12.3.2. Onboarding Timelines

e Complete onboarding of new applications/websites within 7 business days of request submission.
12.3.3. Incident Response and Resolution

e (Critical Incidents:

o Response Time: 15 minutes
o Resolution Time: 30 minutes

e High-Priority Incidents:
o Response Time: 30 minutes
o Resolution Time: 1 hour

e Maedium-Priority Incidents:

o Response Time: 1 hour
o Resolution Time: 4 hours

12.3.4. Reporting Cadence
e Monthly and quarterly reports within the first 5 business days of month/quarter.

12.4. Duration of the SLA

This SLA is valid for the period of empanelment or till exhaustion of contracted traffic volume, starting from the commencement

date of the service. Extensions or modifications to this SLA will be mutually agreed upon by both parties.
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12.5.

In the event of SLA breaches for CDN Service, penalties would be as under:

Performance Penalties

S. No. Events Status Penalties
1. 99.9% uptime of CDN | Very Critical Default on any one or more of the provisioned
Service in any Aspect resources will attract penalty of 0.5% of the value of
consumed CDN Traffic volume on fall of every 0.25%
below 99.9%.
2. Security Breach Very Critical Up to 10% of the value of ordered CDN Traffic
volume and/or termination as deemed fit by the
Buyer Department along with Legal Action
depending on severity of breach
3. Data Loss Very Critical Will attract penalty of 1% of per incident
4. Cumulative Penalty Very Critical Cannot exceed 10% of the value of ordered CDN
Traffic volume after which the contract is liable to
be cancelled
12.6. Penalties for On-Site Manpower
S No. Description Penalty
(in %age of contract value)
1. Non-deployment of total manpower mentioned in the | Up to 15 Days, penalty @1% per day of the value of
contract as per the date of joining monthly manpower cost.
2. If the employee is absent for more than 5 days without | Substitute within 5 days with equivalent resource,
informing or taking prior approval. failing which, penalty @ 1% per day of the value of
monthly manpower cost of the absent resource(s)
up to 15 days. Beyond 15 days, penalty @ 2% per
day of the value of monthly manpower cost of the
absent resource(s)
3. If the employee is found responsible for adopting illegal | Immediate removal of that resource.

and foul methods or exercising any corrupt practice in
collusion with any third party or officials at the
workplace

Suitable replacement to be provided, by bidder,
within 5 days

13. General Terms and Conditions for Bidder

13.1.

General Conditions

The BIDDER shall undertake to provide support for entire contract period and any extension thereof.

Any deviation in Bid terms and conditions may lead to rejection of the Bid.

In case the BIDDER is found in-breach of any condition(s) of tender, at any stage during the course of
operation and maintenance, the legal action as per rules/laws, shall be initiated against the BIDDER and
Security Deposits shall be forfeited.

Any attempt by Bidder to bring pressure towards Purchaser’s decision-making process, such Bidders
shall be disqualified for participation in the present tender.

Printed conditions specified in the tender Bids submitted by Bidders shall not be binding on Purchaser.
All the terms and conditions for the supply, testing and installation, payment terms, penalty etc. shall
be as those specified herein and no change in the terms and conditions by the Bidders shall be
acceptable. Alterations/overwriting, if any, in the tender Bids shall be attested properly by the Bidder,
failing which, the tender shall be rejected.

Upon verification, evaluation / assessment, if in case any information furnished by the Bidder is found
to be false/incorrect, their total Bid shall be summarily rejected and no correspondence on the same,
shall be entertained.

Purchaser shall not be responsible for any misinterpretation, presumption or misunderstanding of the
RFE by the Bidder, while responding to this tender.
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13.2.

13.3.

13.4.

EMD of the unsuccessful Bidders shall be returned to the respective Bidders at the earliest after expiry
of the final Bid validity and latest on or before the 30th day after the award of the contract results.
However, in case of two packet Bidding, EMD of unsuccessful Bidders during first stage i.e., technical
evaluation, shall be returned within 30 days of declaration of results of first stage i.e., technical
evaluation.

Payment Schedule

a. The payments shall be made on a per actual consumption of CDN service

b. The payments shall be made quarterly, upon production of SLA Reports generated through the

automated tool supplied by the bidder. All SLA parameters mentioned in this RFE should be
configured in the SLA monitoring and reporting tool, for automated monitoring and reporting as per
the requirement of NICSI. Upon successful validation and sign-off by NICSI, the bills shall be
processed for payments every quarter. However, SLA reports shall be submitted on a per week, per
month and per quarter basis. In case of any SLA violation or due to any contractual violations, the
applicable penalties shall be deducted from the payments made by NICSI.

Change Request
Due to the evolving nature of the requirements and the complexity of the required datacentre CDN

support, the Purchaser recognizes that frequent changes may be required after operation and
maintenance handover of CDN Service. The Purchaser also recognizes that these changes may require
modification to the software, manpower and hardware infrastructure and underlying processes and
may thus have a financial impact. Bidder shall work with the Purchaser to ensure that all change
requests related to effective CDN management are addressed.

Confidentiality
All documents, data, associated correspondence or other information furnished by or on behalf of the
Purchaser to the BIDDER, in connection with the contract, whether such information has been furnished
before, during or following completion or termination of the contract, are confidential and shall remain
the property of the Purchaser and shall not, without the prior written consent of Purchaser neither be
divulged by the contractor to any third party, nor be used for any purpose other than the procurement,
maintenance or other services and work required for the performance of this Contract. If advised by
the Purchaser, all copies of all such information in original shall be returned on completion of the
BIDDER ’s performance and obligations under this contract.
The BIDDER shall not use Confidential Information, the name, or the logo of the Purchaser except for
the purposes of providing the Service as specified under this contract.
The term “Confidential Information”, as used herein, shall mean all business strategies, plans and
procedures, proprietary information, software, tools, processes, methodologies, data and trade
secrets, and other confidential information and materials of the Purchaser, its affiliates, their respective
clients or suppliers, or other persons or entities with whom they do business, that may be obtained by
the BIDDER from any source or that may be developed for the Purchaser as a result of the Contract.
The BIDDER shall be responsible for providing a signed NDA by its antecedents, delegates, and the sub-
contractors to the Purchaser. The BIDDER shall be held responsible for any breach of the NDA by its
antecedents, delegates, or sub-contractors. The BIDDER and all the deployed resources shall sign the
NDA with reference to “THE OFFICIAL SECRETS ACT, 1923” before starting the operation and
maintenance of Datacentre.

a. The provisions respecting confidentiality shall not apply to the extent, but only to the extent, that
the information or document is:
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i. already known to the BIDDER free of any restriction at the time it is obtained from the
Purchaser,
ii. subsequently learned from an independent third party free of any restriction and without
breach of this provision.
iii. is or becomes publicly available through no wrongful act of the BIDDER or any third party.
iv. isindependently developed by the BIDDER without reference to or use of any Confidential
Information of the Purchaser/organisation; or
v. is required to be disclosed pursuant to an applicable law, rule, regulation, government
requirement or court order, or the rules of any stock exchange (provided, however, that
the BIDDER shall advise the Purchaser of such required disclosure promptly upon learning
thereof in order to afford the Purchaser a reasonable opportunity to contest, limit and/or
assist the BIDDER in crafting such disclosure).
The BIDDER must ensure to provide the signed NDA in case of change in antecedents, delegates,
and the sub-contractors from time-to-time.
The BIDDER shall notify the Purchaser promptly if it is aware of any disclosure of the Confidential
Information otherwise than as permitted by this Contract or with the authority of the Purchaser.
The BIDDER shall not use Confidential Information (CCTV records, Biometric Records, etc.), the name
or the logo of the Purchaser except for the purposes of providing the Service as specified under the
contract.
The BIDDER may only disclose Confidential Information in the following circumstances—
i. with the prior written consent of the Purchaser.
ii. toamember of the BIDDER’s Team (“Authorised Person”) if:
The Authorised Person needs the Confidential Information for the performance of obligations under
the contract.
The Authorised Person is aware of the confidentiality of the Confidential Information and is obliged
to use it only for the performance of obligations under the contract.
The BIDDER shall do everything reasonably possible to preserve the confidentiality of the
Confidential Information including execution of a confidentiality contract with the members of the
partners and other Systems Integrator’s team members to the satisfaction of the Purchaser.
The BIDDER shall treat all the information provided by Purchaser such as IP schema, DC and Cloud
architecture, block diagrams, manuals, policies, procedure, guidelines, employee details etc. (but
not limited to) as top-secret information and shall not disclose the information without explicit
written permission for the same by Purchaser.
The obligations under this clause shall survive for three years from termination or expiration of this
Contract/agreement.
The Work Order/contract with the organisation may define more stringent confidentiality
obligations depending on the nature of information / data being shared. In such event, the more
stringent obligations shall prevail.

Integrity Pact

a. In compliance with the Central Vigilance Commissioner Circular No. 06/05/21 dated 3rd June
2021 regarding adaptation of Integrity Pact- Revised Standard Operating Procedure to ensure
transparency, equity and competitiveness in public procurement, the Bidder(s) are required
to sign an Integrity Pact with Purchaser.

b. The pact essentially is an agreement between the Bidder(s) and the Purchaser, committing the
persons/Officials of both sides, not to resort to any corrupt practices in any aspect/stage of
the contract. Only those Bidders, who commit themselves to such a pact with the Purchaser,
would be considered competent to participate in the bidding process.
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c. The Bidders are required to submit the signed Integrity pact along with the Technical Bid,
failing which, the Bids would not be considered for evaluation for such Bidders and may get
disqualified. The format for the integrity pact is attached as Annexure Format for Integrity
Pact.

d. The Integrity pact shall be applicable from the date of Bid submission or from the date when
the Purchaser sends signed copy of the Integrity Pact to the Bidder, whichever is later. Further,
any violation of Integrity pact would entail disqualification of the Bidder(s) and forfeiture of
EMD.

13.6. Indemnity
The BIDDER agrees to indemnify and hold harmless purchaser and its officers, employees, and agents
against any and all losses, claims, damages, liabilities, costs (including reasonable legal attorney’s fees
and disbursements) and expenses (collectively, “Losses”) to which the Indemnified Party may become
subject, in so far as such losses directly arise out of, in any way relate to, or result from—
a. Any misstatement or any breach of any representation or warranty made by the BIDDER or
b. The failure by the BIDDER to fulfil any covenant or condition contained in this RFE, including
without limitation the breach of any terms and conditions of this RFE by any employee or agent
of the BIDDER. Against all losses or damages arising from claims by third Parties that any
Deliverable (or the access, use or other rights thereto), created BIDDER pursuant to this
Agreement, or any equipment, software, information, methods of operation or other
intellectual property created by BIDDER pursuant to this Agreement, or the SLAs,
(1 infringes a copyright, trademark, trade design enforceable in India,
(1) infringes a patent issued in India, or
(1) constitutes misappropriation or unlawful disclosure or use of another Party's trade
secretes under the laws of India (collectively, "Infringement Claims"); provided,
however, that this will not apply to any Deliverable (or the access, use or other rights
thereto) created by
(A) "Implementation of Project by itself or through other persons other than BIDDER
or its sub-contractors.
(B) Third Parties (i.e., other than BIDDER or sub-contractors) at the direction of NIC; or

c.  Any compensation / claim or proceeding by any third party against purchaser arising out of any
act, deed, or omission by the BIDDER or

d. Claim filed by a workman or employee engaged by the BIDDER for carrying out work related to
this Contract. For the avoidance of doubt, indemnification of Losses pursuant to this section
shall be made in an amount or amounts enough to restore each of the Indemnified Party to
the financial position it would have been in had the losses not occurred. Any payment made
under this Contract to an indemnity or claim for breach of any provision of this Contract shall
include applicable taxes.

e. The Purchaser stand indemnified from any employment claims that the hired resources /
BIDDER ’s resources may opt to have towards the discharge of their duties in the fulfiiment of
the Work Orders.

f. Each party also stands indemnified from any compensation arising out of accidental loss of life
or injury sustained by such party’s resources while discharging their duty towards fulfilment of
the Work Orders caused by the negligence or wilful misconduct of the other Party or its agents
and representatives.

13.7. Liquidated Damages
a. The delivery dates, timetables, milestones and other requirements specified in the RFE, and this
contract are binding on the BIDDER, and the BIDDER agrees to accomplish the user requirement
specified and Scope of Work under this contract as per the Timelines specified in the RFE.
b. If the BIDDER fails to achieve the Timelines or the Service Levels due to reasons solely attributable
to the BIDDER, the Purchaser shall be entitled to recover from the BIDDER the liquidated damages
as per the SLAs specified in Annexure SLA.

Page 22 of 76




c. In the event BIDDER is not solely responsible for such failure in Timelines and Service Levels, the
Purchaser shall have the right to determine such extent of fault and liquidated damages in
consultation with the BIDDER and any other party it deems appropriate. In such cases, the
proportionate Liquidated Damage as mutually determined shall be levied.

d. Recovery of liquidated damages shall not be the sole and exclusive remedies available to the
Purchaser and the BIDDER shall not be relieved from any obligations by virtue of payment of such
liquidated damages. If the liquidated damages cross the cap on liquidated damages specified herein,
the Purchaser shall have the right to terminate the contract for default and consequences for such
termination as provided in this contract shall be applicable.

13.8. Limitation of Liability
Notwithstanding anything contained in this RFE, no party shall be liable for any incidental or consequential

damages arising out of or in connection with this agreement or any breach hereof (including for loss of data or
profits, or cost of cover), whether or not such party has been advised of the possibility of such damages, and
whether under a theory of contract, tort (including negligence) or otherwise; except for liabilities arising out of
any violation, misappropriation or infringement of a party’s intellectual property rights, or from a breach by
either party of its obligation. In no event shall either party’s aggregate liability arising out of or in connection
with this agreement or any breach hereof (whether under a theory of contract, tort (including negligence),
warranty or otherwise) exceed the Contract Value entered into the contract between the Purchaser and the
BIDDER. The liability cap given under this clause shall not be applicable to the indemnification obligations set
out in Indemnity clause.

13.9. Labor Laws
a. The BIDDER shall, and hereby agrees to, comply with all the provisions of Indian Labour Laws and

industrial laws in respect of the resources employed thereof.

b. Wherever necessary, the BIDDER shall apply for and obtain license as provided under Contract Labour
(Regulation and Abolition) Act, 1970 and strictly comply with all the terms and conditions that the
licensing authority may impose at the time of grant of license. The Purchaser shall not be held
responsible for any breach of the license terms and conditions by the BIDDER.

c. The BIDDER shall be solely responsible for the payment of wages to the deployed resources and ensure
its timely payment thereof.

d. The BIDDER shall duly maintain a register giving particulars of the deployed resources, nature of work,
rate of wages, etc.

e. The BIDDER shall also ensure compliance to the following labour legislations:

e Minimum Wages Act

Employees Provident Fund Act
e Employees State Insurance Act
e Workmen’s Compensation Act, if the ESI Act does not apply.
e Maternity Benefit Act, if the ESI Act does not apply.
e Code on Wages 2019,
e The Industrial Relations Code 2020,
e The Social Security Code 2020, and
e The Occupational Safety, Health and Working Conditions Code 2020
e Any other laws, as applicable, time to time
f. The BIDDER shall be solely responsible to adhere to all the rules and regulations relating to labour
practices and service conditions of its workmen and at no time shall it be the responsibility of Purchaser.
g. The resources deployed under this tender shall be on pay roll and full-time employee of the BIDDER.
Subcontracting of the resources/manpower is NOT allowed.
h. It is expressly understood and agreed to between the parties that the resources deployed by the
BIDDER shall be the employees of the BIDDER for all intents and purposes.
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i. Thesaid manpower is not entitled to any claim, right, preference, etc. over any job/regular employment
of Purchaser or its users. The BIDDER or its resources shall not at any point of time have any claim
whatsoever against Purchaser.

j. In case any employee of the BIDDER so deployed enters in dispute of any nature whatsoever, it shall
be sole responsibility of the BIDDER to contest the same at appropriate forum(s).

k. Medical benefits should be provided by the BIDDER to the resources deployed.

13.10.  Conflict of Interest
The BIDDER shall disclose to the Purchaser in writing, all actual and potential conflicts of interest that

exist, arise or may arise (either for the BIDDER or the BIDDER ’s Team) in the course of performing the
Services as soon as practical after it becomes aware of that conflict.

13.11. Severance
In the event any provision of this Contract is held to be invalid or unenforceable under the applicable

law of India, the remaining provisions of this Contract would remain in full force and effect.

13.12. Force Majeure
a. Forthe purposes of this RFE, “Force Majeure” means an event which is beyond the reasonable control

of a Party, and which makes a Party’s performance of its obligations hereunder impossible or so
impractical as reasonably to be considered impossible in the circumstances, and includes, but is not
limited to, war, riots, civil disorder, earthquake, landslide, fire, explosion, storm, tempest, flood,
hurricane, cyclone, lightning, thunder, other adverse weather conditions, volcanic eruption, pandemic,
quarantine, plague, strikes, lockouts or other industrial action (except where such strikes, lockouts or
other industrial action are within the power of the Party invoking Force Majeure to prevent),
confiscation or any other action by government agencies.

b. Force Majeure shall not include any event that is caused by the negligence or intentional action of a
Party or its agents or its employees, or any event which a diligent Party could reasonably have been
expected to have considered at the time of the conclusion of the Contract and to have avoided or
overcome in the carrying out of its obligations hereunder, through exercise of reasonable skill and care.

c. Force Majeure shall not include insufficiency of funds or failure to make any payment required
hereunder.

d. If at any time, during the term of the Contract, the performance in whole or in part by any Party of
any obligation hereunder is prevented or delayed by reasons of occurrence of Force Majeure events as
defined above, and notice of such occurrence is duly furnished by such Party, seeking concession, to
the other, as soon as practicable, but within 21 days from the date of such occurrence, and satisfies the
party adequately of the measures taken by it, no Party shall, by reason of that event, be entitled to
terminate the Contract, nor shall any Party have any claim for damages against the other Parties in
respect of such non-performance or delay in performance, and deliveries under the Contract shall be
resumed as soon as practicable after such event has come to an end or ceased; and the decision of the
Purchaser as to whether the deliveries have resumed or not shall be final and conclusive.

13.13.  Events of Default by Bidder
a. The failure on the part of the BIDDER to perform any of its obligations or comply with any of the terms

of this Contract shall constitute an Event of Default on the part of the BIDDER. The events of default as
specified above may include inter-alia the following:
¢ The BIDDER has failed to perform any instructions or directives issued by the Purchaser
which it deems proper and necessary to execute the scope of work under the Contract,
OR
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eThe BIDDER ’s Team has failed to conform with any of the Service/Facility
Specifications/standards as set out in the scope of work of this Tender document or
has failed to adhere to any amended direction, modification or clarification as issued
by the Purchaser during the term of this Contract and which the Purchaser deems
proper and necessary for the execution of the scope of work under this Contract.
¢ The BIDDER has failed to demonstrate or sustain any representation or warranty made
by it in this Contract, with respect to any of the terms of its Bid, the Tender and this
Contract.
¢ The BIDDER has failed to comply with or is in breach or contravention of any applicable
laws of India.
b.  Failure of the successful BIDDER to comply with the Tender requirements shall constitute sufficient
grounds for the annulment of the award and forfeiture of the Security Deposit.
c. In case of exigency, directly and solely attributable to BIDDER, if the Purchaser gets the work done
from elsewhere, the difference in the cost of getting the work done shall be borne by the BIDDER.

13.14. Dispute Resolution /Arbitration

13.14.1 Amicable settlement

The Parties shall, in good faith, endeavour to settle amicably all disputes arising out of or in
connection with this Agreement or interpretation thereof.

13.14.2 Dispute Resolution

a. Any dispute, difference or controversy whatsoever, howsoever arising under or out of or in
relation to this Agreement (including its interpretation) between the Parties, and so notified in
writing by any Party to another Party (the “Dispute”) shall, in the first instance, be attempted to
be resolved amicably in accordance with the conciliation procedure set forth in as per
“Confidentiality of Other Terms and Conditions for BIDDER ".

b. The Parties agree to use their best efforts for resolving all Disputes arising under or in respect of
this Agreement promptly, equitably and in good faith, and further agree to provide each other
with reasonable access during normal business hours to all non-privileged records, information
and data pertaining to any Dispute.

c. Any Dispute which is not resolved amicably by conciliation as provided in as per "Confidentiality of
Other Terms and Conditions for BIDDER °, shall be finally decided by reference to Arbitration.

d. This Agreement and the rights and obligations of the Parties shall remain in full force and effect,
pending the award in any Arbitration proceedings hereunder.

13.14.3 Conciliation

In the event of any Dispute between the Parties, any Party may call for amicable settlement, and upon
such reference, the nominated persons shall meet not later than 10 days from the date of reference to
discuss and attempt to amicably resolve the Dispute. If such meeting does not take place within the
said period of 10 days, or the Dispute is not amicably settled within 15 days of the meeting, or the
Dispute is not resolved as evidenced by the signing of written terms of settlement within 30 days of the
notice in writing referred to in * Other Terms and Conditions for Bidder/ BIDDER " or such longer period
as may be mutually agreed upon by the Parties, any Party may refer the Dispute to Arbitration in
accordance with the provisions of Section Terms and Conditions for BIDDER.
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13.15.

13.16.

13.17.

13.14.4 Arbitration

Without prejudice to the right of the Purchaser to terminate the Contract and pursue other remedies
thereunder, if a dispute, controversy or claim arises out of or relates to the Contract, or breach,
termination, or invalidity thereof, and if such dispute, controversy or claim cannot be settled and
resolved by the Parties through discussion and conciliation, then the Parties shall refer such dispute for
Arbitration.

The arbitration shall be restricted to disputes with a value less than 10 crore, which is the value of the
dispute, not the value of the contract. In cases having dispute value of more than X10 crore, arbitration
will not be a method of dispute resolution in the contract.

The Arbitration shall be held in accordance with the provisions of the India International Arbitration
Centre Act, 2019 and the rules and regulations made thereunder. The venue of the Arbitration shall be
Delhi.

The Arbitration award shall be final and binding upon the Parties. Each Party shall bear the cost of
preparing and presenting its case, and the cost of Arbitration, including fees and expenses of the
Arbitrator, and administrative charges shall be shared equally by the parties, unless the award
otherwise provides.

The courts in Delhi shall have exclusive jurisdiction in relation to this Contract.

Applicable Laws
The BIDDER shall be governed by the laws of India and shall include any statute, law, ordinance,

notification, rule, regulation, judgment, order, decree, byelaw, approval, directive, guideline, policy,
requirement or other governmental restriction or any similar form of decision applicable to the relevant
party and as may be in effect on or until the date of the execution of the Agreement, and during the
subsistence thereof, that the Purchaser may get into with the BIDDER, applicable to the Project.

Adherence to safety procedures, rules, regulations and restriction
BIDDER shall take all measures necessary or proper to protect the personnel, work and facilities and

shall observe all reasonable safety rules and instructions. Purchaser’s employee shall also comply with
safety procedures/policy.

The Purchaser shall report as soon as possible any evidence, which may indicate or is likely to lead to
an abnormal or dangerous situation and shall take all necessary emergency control steps to avoid such
abnormal situations.

BIDDER shall also adhere to all security requirement/regulations of the Purchaser during the execution
of the contract.

Access to the Purchaser’s CDN and Data centre shall be strictly restricted in the following manner:

e No access to any person except one explicitly authorised by the Purchaser shall be allowed
entry. Even if granted, access shall be restricted to system/equipment necessary to run the
engagement and access to any other equipment must be strictly precluded by necessary
means, locks, video surveillance, etc.

e No access to any employee of the BIDDER, except the essential staff who has genuine work-
related need, shall be furnished.

Statutory Requirements
a. During the tenure of the contract nothing shall be done by the Purchaser in contravention of any

law, act and/ or rules/regulations, there under or any amendment thereof governing inter-alia
customs, stowaways, foreign exchange, etc.

b. The BIDDER and their personnel/representative shall not alter / change / replace any hardware
component proprietary to the Purchaser and/or under warranty or AMC of third party without
prior consent of the Purchaser.

Page 26 of 76




13.18.

13.19.

13.20.

13.20.1.

13.20.2.

c. The BIDDER and their personnel/representative shall not without consent of the Purchaser install
any hardware or software not purchased / owned by the Purchaser.

Information Security
a. The BIDDER shall not carry and/or transmit any material, information, layouts, diagrams, storage

media or any other goods/material in physical or electronic form, which are proprietary to or
owned by the Purchaser, out of Datacentre and extended location premises without prior written
permission from the Purchaser.

b. BIDDER acknowledges that Purchaser proprietary information or materials, whether developed
by Purchaser or being used by Purchaser pursuant to a license Work Order with a third party (the
foregoing collectively referred to herein as “proprietary information”) are confidential and
proprietary to Purchaser; and BIDDER agrees to use reasonable care to safeguard the proprietary
information and to prevent the unauthorised use or disclosure thereof, which care shall not be
less than that used by BIDDER to protect its own proprietary information. BIDDER recognizes that
the good shall of Purchaser depends, among other things, upon BIDDER keeping such proprietary
information confidential and that unauthorised disclosure of the same by BIDDER could damage
Purchaser and that by reason of BIDDER ’s duties hereunder. BIDDER may come into possession
of such proprietary information, even though BIDDER does not take any direct part in or furnish
the services performed for the creation of said proprietary information and shall limit access
thereto to employees with a need to such access to perform the services required by the contract.
BIDDER shall use such information only for the purpose of performing the said services.

c. Any proprietary tools of the BIDDER, if any used for the project and BIDDER s Pre-existing IPR will
remain with the BIDDER.

d. The authorised signatory of the BIDDER shall sign the NDA with reference to this tender “The
Official Secrets Act, 1923” within 7 days and submit the same along with the acceptance of the
Work Order letter.

e. All the deployed resources shall sign the NDA with reference to “The Official Secrets Act, 1923”
within 7 days after confirmation of acceptance of the resource by Purchaser.

Continuance of Contract
Notwithstanding the fact that settlement of dispute(s) (if any) under arbitration may be pending, the

parties hereto shall continue to be governed by and perform the work in accordance with the
provisions under the Scope of Work to ensure continuity of operations.

Termination of Contract
Purchaser reserves the right to suspend any of the services and/or terminate the agreement in one

or more of the following circumstances by giving 90 days’ notice in writing.

Termination process
Upon occurrence of an event of default as set out in above clauses, Purchaser shall deliver a default

notice in writing to the other party which shall specify the event of default and give the BIDDER an
opportunity to correct the default. At the expiry of notice period, unless the party receiving the
default notice remedied the default, the party giving the default notice may terminate the agreement.

Termination for insolvency, dissolution, bribery
The Contract may be terminated by the Purchaser and the deposits/guarantees in possession of the

Purchaser (Security Deposit and the Performance Bank Guarantee) may be forfeited in case a public
officer is bribed by the BIDDER or the BIDDER becomes insolvent or in case of dissolution/winding up
of BIDDER, provided that such termination shall not prejudice or effect any right of action or remedy
which has accrued thereafter to Purchaser.

In case of Contract termination for reasons specified in * Other Terms and Conditions for Bidder® the
Purchaser reserves the right to recover any dues payable by the BIDDER from any amount outstanding
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13.20.3.

13.20.4.

13.20.5.

to the credit of the BIDDER, including on account of any pending bills and/or by invoking the
Performance Bank Guarantee and/or the Security Deposit in possession of the Purchaser and the
remaining amount may be paid to the liquidator/BIDDER, as applicable.

Termination for default/breach:

Purchaser may without prejudice to any other remedy for breach of contract, (including forfeiture of

security deposit and/or, Performance Bank Guarantee) by written notice of default sent to the
BIDDER, terminate the contract in whole or in part after sending a notice to the BIDDER in this regard.
Further, Purchaser may afford a reasonable opportunity to the BIDDER to explain the circumstances
leading to such a breach and may increase the time limit for curing such breach before terminating
the contract. Any notice served pursuant to this Clause shall give reasonable details of the breach.
Following conditions shall be considered as breach of contract:

a. If the BIDDER fails to accept the Work Order(s).

b. The BIDDER /BIDDER ’s Team has failed to conform with any of the Service/Facility
Specifications/standards as set out in the scope of work of this Tender document or has failed
to adhere to any amended direction, modification or clarification as issued by the Purchaser
during the term of this Contract and which the Purchaser deems proper and necessary for
the execution of the scope of work under this Contract.

The BIDDER goes into liquidation, voluntarily or otherwise.
The BIDDER /BIDDER ’s Team has failed to comply with or is in breach or contravention of
any applicable laws.

e. If the BIDDER fails to deliver services within the time period specified in the Work Orders
granted by Purchaser.

f.  If the BIDDER fails to meet any other terms and conditions under the contract.

Termination for convenience

Purchaser may by written notice, sent to the BIDDER, terminate the Work Order and/or the Contract,
in whole or in part at any time of its convenience. The notice of termination shall specify that
termination is for Purchaser’s convenience, the extent to which performance of work under the work-
order and/or the contract is terminated and the date upon which such termination becomes effective.
Purchaser reserves the right to cancel the remaining part and pay to the BIDDER an agreed amount
for partially completed Services.

Termination for violation of law/agreement

a. Inthe event of any content found to be in violation of any law or direction of statutory authority
or found to be in contravention of Intellectual Property Rights (IPR) etc., Purchaser may suspend
/ terminate the Agreement. The Purchaser reserves the right to terminate the Agreement for any
breach or non-observance or non-fulfilment of Agreement conditions that may come to its notice
through complaints or as a result of the regular monitoring. Notwithstanding any other rights and
remedies provided elsewhere in the agreement, upon termination of the Agreement:

b. Neither Party shall represent the other Party in any of its dealings.

c. The expiration or termination of the Agreement for any reason whatsoever shall not affect any
obligation of either Party having accrued under the Agreement prior to the expiration or
termination of the Agreement and such expiration or termination shall be without prejudice to
any liabilities of either Party to the other Party existing at the date of expiration or termination
of the Agreement.

d. Purchaser reserves the right to terminate the Contract in the event of data breach or stealing of
data or unauthorised access.
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e. Payments for all satisfactorily completed services till the time of termination shall be made to the
BIDDER in the event of termination.

13.20.6. Consequences of termination

13.21.

a. Inthe event of termination of the Contract due to any cause whatsoever, [whether consequent
to the stipulated term of the Contract or otherwise], Purchaser shall be entitled to impose any
such obligations and conditions and issue any clarifications as may be necessary to ensure an
efficient transition and effective business continuity of the Service(s) which the BIDDER shall be
obliged to comply with and take all available steps to minimize loss resulting from the
termination/breach, and further allow the next successor BIDDER to take over the obligations of
the erstwhile BIDDER in relation to the execution/continued execution of the scope of the
Contract.

b. Nothing herein shall restrict the right of the Purchaser to invoke the BIDDER ’s PBG and/or
Security Deposit, enforce the indemnity as defined under ‘Other Terms and Conditions for
Bidder", and pursue such other rights and/or remedies that may be available to the Purchaser
under law or otherwise.

c. The termination hereof shall not affect any accrued right or liability of either Party nor affect the
operation of the provisions of the Contract that are expressly or by implication intended to come
into or continue in force on or after such termination.

d. In case of termination, all hardware, software, licenses, tools and any other components for
which the payment has been made by the Purchaser shall be the property of the Purchaser.

e. Post the termination notice, the BIDDER shall provide support, as per the exit management
provisions hereunder.

Exit Management
The BIDDER may also prepare a structured and detailed exit management plan prior to submission
of the Bid. Post signing of the contract, the exit management plan shall be finalized by the BIDDER in
consultation with the Purchaser.
The exit management requirements as elaborated below must be read in conjunction to and in
harmony with related clauses of the contract.
Given the critical nature of the service, it is imperative that a well-defined exit management strategy
be made ready which shall enable easy transition of activities when the contract expires/ is
truncated.
Accordingly, the BIDDER shall finalize the exit management plan within two months of BIDDER Go-
Live, which shall focus on the key activities it shall perform to ensure that a seamless transition of
knowledge and activities be possible, and the same shall be evaluated. The exit management plan
shall be based on the plan proposed by the BIDDER in its technical proposal. The final exit
management plan shall have to be mutually agreed upon by Purchaser and the BIDDER.
The BIDDER shall understand that ensuring a smooth transition at the end of the project period is a
key requirement from Purchaser. The BIDDER needs to update the exit management plan on half
yearly basis or earlier or whenever required by Purchaser in case of major changes during the entire
contract period. While proposing the exit management plan, the BIDDER shall ensure that the
subsequent points are taken care of.
At the end of the contract period or during the contract period or contract termination, if any other
agency is identified or selected for providing services related to the scope of work as in the contract,
the BIDDER shall ensure proper and satisfactory transition is made to the other agency. In case
Purchaser wants to take over the project itself, then BIDDER has to ensure proper transition to the
team designated by Purchaser.
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13.22.

13.23.

All risks during transition stage shall be properly documented by BIDDER and mitigation measures
be planned in advance and recorded in the exit management plan so as to ensure smooth transition
without any service disruption.

The BIDDER shall provide all knowledge transfer of the system to the satisfaction of Purchaser as
per the specified timelines.

The exit management period starts:

In case of expiry of Contract, at least 12 Months prior to the date when the Contract comes to an
end, or

In case of termination of Contract, on the date when the notice of termination is sent to the BIDDER.
The exit management period ends on the date agreed upon by the Purchaser or 12 Months after the
beginning of the exit management period, whichever is earlier. In case of termination 12 Months exit
period applies there also until Purchaser decides otherwise.

Applicability of the IT Act and Rules
The support from the BIDDER should comply to standards (ISO 27001:2013, ISO 22301:2019, ISO

20000- 1:2018 etc.) and regulations as notified by Government of India from time-to-time including
but not limited to IT Act 2000 and its subsequent amendments, Digital Personal Data Protection Act
2023, RBI Guidelines, Ministry of Electronics and Information Technology (MEITY), CERT-IN, NCIIPC,
NIC, etc. BIDDER need to ensure that offered support as part of project scope and ensuing policies
and procedures to have strict compliance to all cyber/information security policies, procedures and
regulation and its subsequent updates issued by Government of India or its authorized agencies
during the entire Project duration.
Intellectual Property Rights
Subject to the other provisions contained in this Clause, the BIDDER shall agree that all deliverables
created or developed by the BIDDER, specifically for the Purchaser, together with any associated
copyright and other intellectual property rights, shall be the sole and exclusive property of National
Informatics Centre (Purchaser).
The Purchaser shall acknowledge that:
In performing services under the Contract, the BIDDER may use BIDDER ’s proprietary materials
including without limitation any software (or any part or component thereof), tools, methodology,
processes, ideas, know-how and technology that are or were developed or owned by the BIDDER
prior to or independent of the services performed hereunder or any improvements, enhancements,
modifications or customization made thereto as part of or in the course of performing the services
hereunder, (“the BIDDER ’s Pre-Existing IP”).
Notwithstanding anything to the contrary contained in the Contract, the BIDDER shall continue to
retain all the ownership, the rights title and interests on all the BIDDER ’s Pre-Existing IP and nothing
contained herein shall be construed as preventing or restricting the BIDDER from using the BIDDER
’s Pre-Existing IP in any manner.
If any of the BIDDER ’s Pre-Existing IP or a portion thereof is incorporated or contained in a
deliverable under the Contract, the BIDDER hereby grants to the User Department/Purchaser a non-
exclusive, perpetual, royalty free, fully paid up, irrevocable license of the deliverables with the right
to sublicense through multiple tiers, to use, copy, install, perform, display, modify and create
derivative works of any such deliverables and only as part of the deliverables in which they are
incorporated or embedded.
Purchaser being the owner of all the IPs created in the deliverables, except the pre-existing IPs of the
BIDDER used in the development and deployment, shall have exclusive rights to use, copy, license,
sell, transfer, share, deploy, develop, modify or any such act that the organisation/Purchaser may
require or find necessary for its purpose. The IP rights of the Purchaser shall indefinitely subsist or
continue in all future derivatives of the deliverables.
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13.24.

13.25.

The BIDDER or its deployed resources shall have no claims whatsoever on the deliverables and all
the IPs created in deliverables except its Pre-Existing IPs for which it shall grant all authorizations to
the organisation/Purchaser for use as detailed in the Clause (c) above.

Except as specifically and to the extent permitted by the BIDDER, the organisation/Purchaser shall
not engage in reverse compilation or in any other way arrive at or attempt to arrive at the source
code of the BIDDER ’s Pre-Existing IP, or separate BIDDER ’s Pre-Existing IP from the deliverable in
which they are incorporated for creating a standalone product for marketing to others.

The organisation/Purchaser shall warrant that the materials provided by the organisation/Purchaser
to BIDDER for use during development or deployment of the application shall be duly owned or
licensed by the organisation/Purchaser.

The Purchaser’s contractual rights to use the Standard Software or element of the Standard Software
may not be assigned, licensed, or otherwise transferred voluntarily except in accordance with
relevant licence to a legally constituted successor organisation (e.g., a reorganisation of a public
entity formally authorised by the government or through a merger acquisition of a private entity).

Transfer of Project documentation and data
Before the expiry of the exit management period, the BIDDER shall deliver relevant records and
reports pertaining to the Project and its design, implementation, operation, and maintenance
including all operation, maintenance records and manuals pertaining thereto and complete as on
the divestment date.
The BIDDER shall provide the Purchaser with a complete and up to date list of the documents, data
and relevant system details to be transferred to the Purchaser within 30 days of start of Exit
Management Period.
The BIDDER shall pass on to the Purchaser, the subsisting rights in any licensed products on terms
not less favourable to the Purchaser, than that enjoyed by the BIDDER.
Even during the Exit Management period, the BIDDER shall continue to perform all their obligations
and responsibilities as stipulated under the contract, and as may be proper and necessary to execute
the Scope of Work in terms of the RFE, to execute an effective transition and to maintain business
continuity.
All solutions provided by BIDDER under the scope of the RFE should be interoperable during the
transfer/hand over at time of exit/contract termination. No proprietary service is to be
used/implemented by the BIDDER. Any customization/ tools/ effort required for smooth transfer of
documentation and data arising out of interoperability issue will be borne by the BIDDER.
The BIDDER shall assist the Purchaser to migrate the current services from the current infrastructure
to Purchaser.
All equipment and solutions utilised to deliver the project scope should have valid service contract
and should not be under end of life/end of support during contract period.
The BIDDER shall share the details of all existing service contracts and agreements executed with
current vendors, sub-contractor, Service Provider to Purchaser on yearly basis under an NDA with
the Purchaser.

Official secrets

The Service Provider shall ensure and inform all persons employed by it in any works in connection with
the Contract that the Official Secrets Act, 1923 shall apply and continue to apply to them even after
execution and expiry of the Contract or resignation by any employee and that they shall be bound to
not disclose any information regarding this Contract to any third party. The Service Provider shall bring
to the notice of the Purchaser any information found to be leaked or disclosed. Where such leakage or
disclosure is brought to the notice of the Purchaser or the Purchaser detects any leakage or disclosure
during the Contract Period (including any period for which the Contract is extended) or after its expiry,
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13.26.

13.27.

13.28.

13.29.
13.29.1.

the person concerned as well as the Service Provider shall be liable for penal action. The Purchaser shall
have the liberty to terminate the Contract without notice, thereby invoking the exit management
provisions of this Agreement.

Publicity
The BIDDER shall not publicize any information pertaining to this Project or the Purchaser without
seeking prior written consent of the Purchaser.

Restriction under rule 144 (xi) of the GFR 2017
Any bidder from a country which shares a land border with India will be eligible to bid in this RFE only

if the bidder is registered with the Competent Authority (i.e., Registration Committee constituted by
Department for Promotion of Industry and Internal Trade (DPIIT)). Further, any bidder (including bidder
from India) having specified Transfer of Technology (ToT) arrangement with an entity from a country
which shares a land border with India, shall also require to be registered with the same Competent
Authority. Please refer to the Govt. notifications provided at https://doe.gov.in/procurement-policy-
divisions for details and updates [under Rule 144 (xi) of the General Financial Rules 2017]. The bidder
shall submit a certificate to this effect as per Annexures - ‘Format for Restriction under Rule 144(xi) of
the GFR'. If such certificate, given by a bidder whose bid is accepted is found to be false, this would be
a ground for debarment and further legal action in accordance with the law.

Compliance to Digital Personal Data Protection Act, 2023
BIDDER shall ensure all the personal data in the BIDDER supplied components and platforms is stored

in compliance with Digital Personal Data Protection Act, 2023. The BIDDER shall also ensure that
personal data is being encrypted at rest and in motion, or used in tokenised form, or
obfuscated/masked; and the access privileges to the back-end data segment are limited to the
minimum necessary set of authorised users and are protected with multi-factor authentication.

Completion Certificate and Final payment
Completion Certificate:
Upon a written intimation from the BIDDER, the Purchaser shall issue a certificate of completion duly

indicating the date of completion after satisfying itself of the following. The Purchaser may also issue
such a certificate indicating the date of completion concerning any part of the service (before the
completion of the whole of service), which has been completed to the satisfaction of the Purchaser:
a. that the whole of the Services to be done under the provisions of the contracts have been
completed or when any such certificate is given in respect of part of a service, such part shall be
considered completed.
b. that they have been inspected by him since their completion and found to be in good and
substantial order,
c. that such completed services have satisfactorily passed any final test or tests that may be
prescribed,
d. that all properties, works and things, removed, disturbed, or damaged in consequence of the
Services have been adequately replaced and
e. that the Purchaser has returned in good condition, all assets loaned or hired from the Purchaser
(if any) and has given a satisfactory account of payments made to or retained by the Purchaser for
such loaned/ hired assets,
f.  that the BIDDER has made good and satisfied in conformity with the contract all expenses and
demands:
e incurred by or made upon by the Purchaser.
e fororin respect of damages or losses from or in consequence of the services.
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13.29.2.

13.29.3.

13.29.4.

13.29.5.

13.29.6.

13.29.7.

Approval Only by Completion Certificate
No certificate other than completion certificate referred to in sub-clause above shall be deemed to

constitute approval of any service or other matter in respect of which it is issued or shall be taken as
an admission of the due performance of the BIDDER or any part thereof or of the accuracy of any
claim or demand made by the BIDDER or of additional varied Services having been ordered by the
Purchaser nor shall any other certificate conclude or prejudice any of the powers of the Purchaser.

Cessation of Procuring Entity’s Liability
After the issue of Completion Certificate, the Purchaser shall not be liable to the BIDDER for any matter

arising out of or in connection with the contract for the delivery of the Services, unless the BIDDER shall
have claimed in writing in respect thereof before the issue of the Completion Certificate for service in
Contract.

Unfulfilled Obligations
Notwithstanding the issue of Completion Certificate for service, the BIDDER and the Purchaser shall

remain liable for the fulfilment of any obligation incurred under the provision of the contract before
the issue of the Completion Certificate for services, which remains unperformed at the time such
certificate is issued. The contract shall be deemed to remain in force till the nature and extent of any
such obligations are determined.

Final Payment
The BIDDER shall submit a Final bill on the Purchaser’s certificate of completion regarding the services.
The Final payment shall be made as per the following calculations to the BIDDER after receiving a clear
"No Claim Certificate” signed from it:
a. the total quantity of service executed by the BIDDER up to the completion date based on the
Purchaser’s or its representative's certified measurements.
b. priced at the rates in the Price Schedule in the contract and for extra works under change
management process.
necessary adjustment for any payments already made or retained
any deduction which may be made under the contract,
e. acomplete account of all claims BIDDER may have on the Purchaser, and the Purchaser gave a
certificate in writing that such claims are correct.

No Claim Certificate and Release of Contract Securities:
The BIDDER shall submit a ‘No-claim certificate’ to the Purchaser in such form as shall be required by

the Purchaser after the Services are finally admeasured and before the final payment/ PBG are released.
The Purchaser shall release the contractual securities without any interest if no outstanding obligation,
asset, or payments are due from the BIDDER. The BIDDER shall not be entitled to make any claim
whatsoever against the Purchaser under or arising out of this Contract, nor shall the Purchaser entertain
or consider any such claim, if made by the BIDDER, after he/she shall have signed a "No Claim"
Certificate in favour of the Purchaser. The BIDDER shall be debarred from disputing the correctness of
the items covered by the "No Claim" Certificate or demanding a clearance to arbitration in respect
thereof.

Post Payment Audit:
Notwithstanding the issue of Completion Certificate and release of final Payment, the Purchaser

reserves the right to carry out within 180 days of such completion/ final payment, a post-payment audit
and/ or technical examination of the Services and the final bill including all supporting vouchers,
abstracts etc. If any over-payment to the BIDDER is discovered due to such examination, the Purchaser
shall claim such amount from the BIDDER.
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13.29.8. Signature on Receipts for Amounts:

Every receipt for money, which may become payable, or for any security which may become
transferable to the BIDDER, the contract, shall if signed in the partnership name by any one of the
partners of a BIDDER ’s firm, be a suitable and sufficient discharge to the Purchaser in respect of the
sums of money or security purported to be acknowledged thereby. In the event of death of any BIDDER
contractor, partners during the pendency of the contract, every receipt by anyone of the surviving
constituents shall be suitable and sufficient discharge as aforesaid. Nothing in this Clause shall be
deemed to prejudice or effect any claim that the Purchaser may hereafter have against the legal
representative regarding any breach of any contract conditions by any BIDDER partner/member so
dying. Nothing in this clause shall be deemed to prejudice or effect the respective rights or obligations
of the BIDDER partners/ members and the legal representatives of any deceased BIDDER partners/
members.

13.29.9. Defects Liability Period

a. The BIDDER warrants that the Services have been delivered as per description, scope/
quantum, performance standards and quality outlined in the contract. This Defect Liability
shall be in effect for a period stipulated in the contract (or if not specified for ninety (90) days)
from completing the Services. The contract shall be deemed alive during this period, even if
final payment and/ or Performance Guarantee has been released.

b. During the Defects Liability Period, upon discovering any deficiencies in outputs/ outcomes
attributable to a shortfall in scope/ quantum, performance standards and quality of the
performed Services, the Purchaser shall give written notice to the BIDDER.

c. Upon receiving such notice, the BIDDER shall, within 21 days (or within any other period, if
stipulated in the contract), expeditiously remedy or reperform the Services or parts thereof,
free of cost, at the site.

d. If the BIDDER, having been notified, fails to rectify/ replace the defect(s) within 21 days (or
within any other period, if stipulated in the contract), it shall amount to breach of Contract,
and the Purchaser shall proceed to take such remedial action(s) as deemed fit by it as detailed.

13.30.  Security Deposit

1. The Selected Bidder(s) shall submit the security deposit in the form of Bank Guarantee.

2. The Security Deposit shall be equivalent to 2% of the estimated value of the RFE from a scheduled
commercial bank in favour of National Informatics Centre Services Inc. (NICSI), New Delhi. Details will
be provided after bid selection.

3. The Security Deposit shall remain valid for a period of 90(Ninety) days beyond the last date of the
Contract.

4. The Selected Bidder(s) shall be required to extend the date of validity period of the submitted security
deposit or submit additional security deposit for the extended period of contract, as deemed necessary
by the purchaser.

5. The Selected Bidder(s) shall be required to submit Security Deposit (in the form of bank guarantee)
within 15 days from the date of issuance of the contract.

6. The Purchaser shall have the right to forfeit the Security deposit, as applicable if the Selected Bidder(s)
fails to meet the terms and conditions of the tender document or fails to perform any other obligation
under the Contract or fails to execute the Work orders issued by Purchaser.

7. Apart from this the Purchaser also reserves the right to terminate the contract of the Selected Bidder(s)
in case of repeated default.

14. Instruction to Bidder

14.1. Overview
Bidder shall adhere to the timelines as mentioned in the Section: Summary Sheet and in this RFE. No Bids
shall be accepted post the last date of submission of Bid. Bids submitted online, shall only be considered
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for the Tender opening process and further evaluation. This RFE document supersedes the CPPP bid
document’s general Terms and Conditions. Incomplete Bids may be rejected.

14.2. Online Bid Submission

1. This RFE has been published on the e-Tender through Government e-Marketplace - CPPP portal
(URL: https://etenders.gov.in/eprocure/app ). The Bidders are required to submit soft
copies of their bids electronically on the CPPP Portal (URL:
https://etenders.gov.in/eprocure/app ), using valid Digital Signature Certificates. The
instructions given below are meant to assist the bidders in registering on the CPPP Portal, prepare
their bids in accordance with the requirements and submitting their bids online on the CPPP
Portal.

2. Prospective Bidders desirous of participating in this Tender may view and download the Tender
document/ corrigendum as a revised RFE document free of cost from the above-mentioned
website.

3. The Bidders are expected to examine all instructions, forms, terms, scope of work and other
information in the RFE/ corrigendum/ revised RFE as a corrigendum document.

4. More information useful for submitting online bids on the CPPP Portal may be obtained at:
https://etenders.gov.in/eprocure/app

5. Online Bids shall be submitted as per the below:

Packet Number Documents to be uploaded Packet File Format
Packet-1 The file should be saved and uploaded in a PDF format only as PDF
(Technical Bid) | “Packet 1_<Bidder Name>".pdf

(As per online a. Scanned copy of Original Power of Attorney letter in a Non-

provision) Judicial Stamp Paper of at-least Rs.100/-

Or

Board Resolution in Letter Head in original in case of
Registered Limited Companies

Or

Original Authorization in Letter Head in case of Partnership
Firm

Or

Original Self Certificate in Letter Head in case of
Proprietorship naming/indicating the person authorised to
sign the Bid (PDF).

b. Scanned copy of duly filled signed and stamped Pre-
qualification Evaluation and all the supporting/mandated
documents and Annex(s) required for eligibility criteria.

c. Scanned copy of Bidder’s Profile as per Annexure: Bidder’s
Profile duly filled in, signed and stamped along with all
supporting documents.

d. Allthe supporting documents as per Section Technical
Evaluation Criteria

e. Scanned copy of Annexure: BIDDER / CONSORTIUM
PARTNER Declaration for IT Act and Annexure: Annexure:
Bidder’s Blacklisting Declaration

f.  Annexure: Covering Letter

g. Asigned copy of the Integrity Pact as per the format given at
Annexure: Format for Integrity Pact.
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Packet Number Documents to be uploaded Packet File Format

Note:

The PDF file not containing above documents or containing the
financial Bid in the explicit/implicit form may lead to rejection of
the Bid.

Provide other document(s), as asked/mentioned anywhere in the
RFE to be submitted along with technical Bid.

Packet-2

(Financial Bid) Financial Bid to be uploaded as per Annexure: Format for Grand Xls and .rar
(As per online Total Value and Annexure: Detailed Financial Bid.

provision)

Instructions for Packet-1

(a)
(b)

(©)
(d)

(e)
®

All the Bid documents duly signed by the Authorised Signatory of the Bidder and stamped with
Bidder’s seal.

It shall be the sole responsibility of the Bidder to check (and double-check) the page number
referencing made for supporting documents in the checklist indicated under Section: Evaluation
Process. No relevant information/document should be left, whether listed above or not.

Bidder must provide all documents mandated for Bidder’s profile, eligibility criteria, etc.

The document should have a table of contents indicating page number where supporting
document are placed. All pages in the Bid document should be sequentially numbered, stamped
and signed by the Authorised Signatory of the Bidder.

Provide other document(s), as asked/mentioned anywhere in the RFE/corrigendum as a revised
RFE document to be submitted along with technical Bid.

Technical Bid should not contain financial details.

Instructions for Packet-2

(b)

(c)
(d)

(e)

The Bidder must upload the BOQ as per the format provided on the portal. The Bidder must adhere
to terms and conditions and fill in the required details as required in BOQ.

The Bidder must strictly follow the prescribed format as specified in the detailed Financial Bids.
During financial opening, only the Grand Total Value quoted by the Bidder on the CPPP portal shall
be considered for determining the LQ1 Bidder based on the GTV value.

All the Bid documents shall be duly signed by the authorised signatory of the company and
stamped with company seal.

14.3. General Instructions for Bid Submission

1.

The Purchaser shall not be responsible for any delay on the part of the Bidder in submission of the
Bid. The Bids submitted by Fax/E-mail etc. shall not be considered. No correspondence shall be
entertained on this matter.

Conditional Bids or any form of deviations from the RFE shall not be accepted on any ground and
may be rejected. (A Bid is conditional when Bidder submits its Bid with his own conditions and
stipulations extraneous to the terms and conditions specified in this RFE) If any clarification is
required, the same should be obtained before submission of the Bids i.e., during pre-Bid meeting.

No Bids shall be accepted after the expiry of the deadline as stated in the Section: Summary Sheet.

In case, the day of Bid submission is declared Holiday by Government of India, the next working
day shall be treated as day for submission of Bids. There shall be no change in the timings.

All pages of the Bid being submitted must be signed by the Authorized Signatory, stamped and
sequentially numbered by the Bidder irrespective of the nature of content of the documents.

At any time prior to the last date for receipt of Bids, the Purchaser, may, for any reason, whether

at its own initiative or in response to a clarification requested by a prospective Bidder, modify the
RFE by publishing a corrigendum/ revised RFE as a corrigendum document. The corrigendum/
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14.4.

14.5.

14.6.

14.7.

10.

11.

12.

13.

14.

revised RFE as a corrigendum document shall be notified on the CPPP portal and should be taken
into consideration by the Bidders while preparing their Bids. It is the responsibility of the Bidder
to check website for any such notice/changes and submit its Bid accordingly.

In order to give Bidders reasonable time to take the amendment into account in preparing their
Bids, the Purchaser may, at its discretion, extend the last date for the receipt of Bids. No Bid may
be modified subsequent to the last date for receipt of Bids.

In case any terms and conditions of the RFE is/are not acceptable to the Bidder, or the Bid is
submitted with any deviation, the Bid may be rejected.

Ambiguous/Incomplete/Illegible Bids may be out rightly rejected. Bid in which the financial value
is not quoted shall be consider as non-responsive and shall be rejected.

Bidder(s) are advised to study the RFE document carefully. Submission of the Bid shall be deemed
to have been done after careful study and examination of all instructions, eligibility norms, terms
and required specifications in the RFE with full understanding of its implications. Bids not
complying with all the given provisions in this RFE shall be rejected. Failure to furnish all
information required in the RFE or submission of a Bid not responsive to the RFE in all respects
shall be at the Bidder’s risk and may result in the rejection of the Bid.

RFE process shall be over after the issuance of contract to the Selected Bidder(s).
Submission of false/forged documents shall lead to forfeiture of EMD.

Information relating to the evaluation of Bids and recommendation of Contract award, shall not
be disclosed to Bidders or any other persons not officially concerned with such process until
information on Contract award is communicated to all Bidders.

Any queries relating to the process of online bid submission or queries relating to CPPP Portal in
general may be directed to the Help desk email: cppp-doe[at]nic[dot]in. The contact numbers for
the helpdesk are Toll Free Numbers (Inbound): phone+91 0120-4001002 | +91 0120-4001005 |
+91 0120-4493395

Bid Validity

Bid must be valid for a period of 180 calendar days from the last date of Bid submission. If
necessary, the Purchaser may seek an extension in the Bid validity period. The Bidders, not
agreeing for such extensions shall be allowed to withdraw their Bids.

Assistance to Bidders

1.

Any queries relating to the tender document and the terms and conditions contained therein shall
be addressed to the relevant contact person indicated in the tender.

Any queries relating to the process of online Bid submission or queries relating to CPPP portal in
general may be directed to CPPP portal helpdesk.

Financial Prices shall not be indicated in the Technical Bid, not adhering to which shall lead to
disqualification of the Bid.

Correspondence Address of the Bidder
The Bidder shall designate the official mailing address, place, email, phone, and fax number to which
all correspondence shall be sent by the Purchaser.

Period of Validity of Contract/Agreement

The period of validity of the contract shall be 3 years from the date of Award of the Contract and
extendable up to a maximum period of 1 year (to facilitate handover to next Sl), as deemed
appropriate by the Purchaser.
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14.8.

14.9.

14.10.

14.11.

14.12.

14.13.

14.14.

Cost of Bid

The Bidder shall bear all costs associated with the preparation and submission of its Bid, including cost
of presentation for the purposes of clarification of the Bid, if so desired by the Purchaser. The
Purchaser shall in no case be responsible or liable for any costs, regardless of the conduct or outcome
of the Tendering process.

Influencing the Purchaser
Any effort by the Bidder to influence any activities related to Tender such as Bid evaluation, bid
comparison or Contract award decisions may result in the rejection of the Bidder’s Bid.

Purchaser Clarification

When deemed necessary, as part of Technical and Financial Evaluation, during the tendering process,
the Purchaser may seek clarifications or ask the Bidders to make presentations/ clarifications on any
aspect from any or all the Bidders.

Bidder’s Clarification on Tender Document

Bidders requiring any clarification on the Tender Document may submit their queries, on CPPP portal.
The queries must be submitted on the CPPP portal only to be considered for clarification.

The Purchaser shall not respond to any queries not adhering to the above-mentioned format. Bidders
are responsible for duly checking the website for any clarifications.

Amendment of Tender Document

1. Atany time prior to the last date for receipt of Bids, the Purchaser, may, for any reason, whether
at its own initiative or in response to a clarification requested by a prospective Bidder, modify the
Tender Document by an amendment. The amendment shall be notified on CPPP portal and shall
be taken into consideration by the prospective agencies while preparing their Bids.

2. In order to provide prospective Bidders reasonable time in which to take the amendment into

account in preparing their Bids, the Purchaser may, at its discretion, extend the last date for the
submission of Bids.

3. Purchaser at any time during the tendering process can request all the prospective Bidders to

submit revised Technical/ Financial Bids and/or Supplementary financial Bids without thereby
incurring any liability to the affected Bidder or Bidders.

Revelation of Prices
Prices in any form or by any reason before opening the Financial Bid shall not be revealed by the
Bidder, failing which the Bid shall be liable to be rejected.

Bid Opening

1. The Purchaser shall download the Technical Bid (Packet-1) from the portal at first. Bidder’s
representatives can remain present during the Bids download process.

2. For Technical evaluation, these technical Bids shall be passed on to a duly constituted Technical
Evaluation Committee (TEC).

3. Financial Bids of only those Bidders whose Bids are found qualified by the Technical Evaluation
Committee (TEC) as per both Pre-Qualification (PQ)and Technical Qualification (TQ) criteria shall
be opened for further evaluation.

4. Financial Bids, original and revised (if any) for the technically qualified bidders only, shall be

opened.
5. The Financial Bids shall be evaluated by the duly constituted Financial Evaluation Committee (FEC).
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1. Annexure: Manufacturer’s Authorization Format (MAF)

Date: RFE No.:

To,

Tender Division,

National Informatics Centre Services Inc.,
1st Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Subject: Manufacturer Authorization for RFE:

Sir,

We, <OEM Name> having our registered office at <OEM address>, hereinafter referred to as OEM are an
established manufacturer of the following items quoted by <Bidder Name> having their registered office at
<Bidder address>, hereinafter referred to as Bidder.

We <OEM Name> authorise <Bidder’s name> to quote our product for above specified tender as our Authorised
Indian Agent.

We confirm that we have understood the installation and configuration timelines defined in the tender. We
confirm that we have worked out all necessary logistics and pricing agreement with <Bidder name>, and there
won’t be any delay in delivery, installation and support due to any delay from our side. Our full support as per
pre-purchased support contract is extended in all respects for supply, warranty and maintenance of our products.
We also ensure to provide the required spares and service support as pre-purchased for the supplied equipment
for a period of contract and any extensions thereof as provided for in the contract, not exceeding a maximum
period of 7 years from date of completion of installation and commissioning of the equipment/software delivered
as per the contract. In case of any difficulties in logging complaint at Bidder end, user shall have option to log
complaint at our call support centre.

We also undertake that in case of default in execution of this tender by Bidder, we shall provide necessary support
to Purchaser in identifying another authorised partner with similar certifications/capabilities and extend support
to the new partner in accordance with OEM’s agreement with the new partner. In case Bidder is unable to fulfil
the obligations given under this tender, OEM shall be responsible to replace the Bidder with an alternate Indian
Authorised agent to facilitate Purchaser to get the requisite work done. OEM shall also ensure that the alternate
Indian Authorised Agent in this case shall abide by all the terms and conditions laid down under this tender and
during the contract of the Bidder for the quoted OEM products.

If any product is declared end of sale, we shall proactively ensure that a suitable equivalent or higher roll over
product is offered through the existing Bidder to National Informatics Centre Services Inc., for due approval,
contract and order executions thereafter.

We understand that any false information/commitment provided here may result in <OEM’s Name> getting
debarred from doing business with National Informatics Centre Services Inc.

Thanking You
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For <OEM/ Manufacturer name>
< (Authorized Signatory)>

Name of the Authorized Signatory:
Designation:

E-mail ID:

Phone No (Office):

Signature:
Seal of the Company

Note:
a) The letter shall be submitted on the letter head of the manufacturer / OEM and shall be signed by

the authorised signatory.
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2. Annexure: Manpower/resource categories

Date:

To,

Tender Division,

National Informatics Centre Services Inc.,
1st Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Subject: Manpower Deployment for RFE:

RFE No.:

The bidder shall propose the year wise manpower deployment in the format provided below:

S. No. Designation

Quantity

Year 1

Year 2

Year 3

1

Note: The no. of resources proposed for each designation shall not decrease during the Contract period.

However, the Purchaser reserves the right to increase the proposed manpower by the MSP, if required.

Thanking You

For <MSP>

< (Authorized Signatory)>
Name:

Designation:

Contact Details:

Seal of the Company
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Annexure: Bidder’s Blacklisting Declaration

Date: RFE No.:

To,

Tender Division,

National Informatics Centre Services Inc.,
1st Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi-110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Subject: Declaration for bidder’s blacklisting for participation in the RFE of NICSI titled “Request for Proposal
for the Selection of Managed Service Provider for Providing CDN Services” and RFE No.

Sir,

We, <MSP>having our registered office at <MSP address>, are an established authorized partner cum MSP
since last <No. of years> and have our registered office at < address of registered office >.

We do here by confirm, that we have read and understood each and every tender terms and conditions of
above cited tender and are bidding in complete compliance of all terms and conditions of tender. We
understand that it will be our sole responsibility to deliver the product and services as per conditions set out in
tender. Any failure at our end will make us liable for penalties as defined in tender and cancelation of
empanelment.

We do hereby also confirm that our company has not been blacklisted in any Central / State Government
department, public sector undertaking and autonomous body in last three years.

Thanking You

For <MSP>

< (Authorized Signatory)>
Name:

Designation:

Contact Details:

Seal of the Company
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4,

Annexure: Technical Specification

The Annexure is required to be submitted on the letter head of OEM.

No.

Minimum Requirements Description

Mandatory
(Yes/No)

Compliance
(Yes/No)

References
(Document/Page
No)

CDN Strength and features

Management, Administration and Traffic analysis through
dashboard- There should be role-based access GUI dashboard
for administration purpose. The view should be customizable
with minimum 5 role-based access for each website
separately. There should not be any restrictions of no. of
users and concurrent logins in total.

There should be APIs available to users for integration on
their website for various administrative purpose such as cache
purge, traffic reports etc.

Yes

Support for Mobile devices including livestreaming-CDN
should support live streaming on all sort of mobile devices

No

High-Availability - 99.9% availability

Yes

Change request for any addition/removal of website should
be implemented- Within 24 Hrs

Yes

CDN capacity-The CDN service provider should have 60% or
more idle capacity of ordered value available to handle spikes
in traffic.

Yes

Cache content Availability-100% cache availability upon
request

Yes

The http/https calls to origin server should be minimized-CDN
provider should ensure to minimize calls to origin servers

Yes

Log delivery to client location or by email-CDN provider
should allow and facilitate buyer to download logs in W3C
extended format for monitoring at regular interval in
automated way

No

9

Number of websites and live streams-There should not be any
restriction in number of websites and number of live streams

Yes

Security

10

Change/Update TLS- CDN Owner / Channel Partner would be
responsible to update latest certificates at their certificate
manager

Yes

11

White-listing of Edge IPs/range of IPs preferable in India- IP
address pool of the edge server has to be shared for white-
listing.

Alerts to be generated in case of failure to access origin

Yes

12

Security of Data- Security of data also encompasses integrity
and confidentiality during transit. Data should not be leaked.

Yes

13

Should be capable for handling HTTPS or SSL (latest TLS)
based websites-The communication between origin and edge
servers should also be on HTTPS

Yes

Streaming Media and Analytics

14

Stream Protection-Stream theft should be taken care i.e. the
visitor cannot see the video origin link and cannot embed the
video on his webpage. Pre-defined Token based protection

Yes
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No.

Minimum Requirements Description

Mandatory
(Yes/No)

Compliance
(Yes/No)

References
(Document/Page
No)

15

Media analytics for live/on-demand stream-Through
dashboard showing no. of real time concurrent users, visitors
and other related details including Geo Locations, Country
wise, ISPs, Browsers, Device Types etc.

Yes

16

Real Time analytics-Enterprise class Real time detailed web
based real time user monitoring, reporting and analytics for
live streams and websites having following features —

¢ The analytics should be customizable based on date, time,
website, location etc.

¢ Geo locations/Countries based hit analytics

e Page views, page load, Unique visitors, Device, browser, OS
etc.

* Top 5 countries/states, pages, OS, Browsers, devices etc.

* Page Load Time, TCP Connection Time, SSL Handshake Time
etc.

Yes

17

Archived Content -Analytic reports, geographic information
etc. should be made available on demand

GUI based analytics reports, with 90 Days Archival, in near
Real-time which may construe as:

a) within 15 minutes for media Analytics;

b) within 24hrs for Websites.

Yes

Da

ta Confidentiality, Integrity and Availability (CIA)

18

CIA - CDN should ensure the CIA and to avoid any such
incidents of breaching

Yes

19

Domain Names including top level - CDN Owner / Authorized
channel partner should allow delivery of content for all sort of
domains which without limitation to include to nic.in, gov.in,
nkn.in, .in etc

Yes

20

Confidentiality of data - CDN Service provider should not store
any secured information of any application without seeking
permissions from concerned authority of Buyer

Yes

Technical Support

21

Service Support - The CDN Service Provider OEM should have
a fully functional 24x 7 Customer Support Centre based in
India

Yes

22

24X7 Customer support in India - Professional Services
support (Email and telephonic) directly from CDN Service
provider i.e. OEM

Yes

23

Single Point of Contact from OEM - To expedite support and
immediate response. SPOC’s mobile number must be shared

Yes

‘Supporting Documents

24

Authorization from CDN/OEM - MAF from OEM

Yes

25

Capability of CDN - Relevant documents showing proof of
having provided CDN services to any PSU/Govt./Corporates in
India

Yes

26

Undertaking of CIA and NDA - Undertakings from bidder and
CDN service provider

Yes

27

Clean Traffic means traffic excluding HTTP flood or DDoS
attack - CDN should filter attacks to enable clean traffic

Yes

28

Training during contract - One workshops/trainings per year

should be arranged by CDN provider for users

Yes
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No.

Minimum Requirements Description

Mandatory
(Yes/No)

Compliance
(Yes/No)

References
(Document/Page
No)

29

Player for video streaming - CDN service should support
media streaming on contemporary protocols

Yes

30

Experience - Bidder/OEM has to submit the copy of POs for
providing CDN services to any PSU/Govt./Corporates in India
of minimum value of Rs.1.5 Crores in last 3 years.

Note - The POs should reflect the name of same CDN
product/service for which the bid is being submitted

31

Support for IPV6 - CDN should support IPV6

Yes

Ad

ditional Requirements

32

Compute at Edge - CDN should support execution of
application logic at the edge for low latency processing and
sophisticated edge-logic triggered by request/response
events. CDN Should support high scale and latency sensitive
operations like HTTP header manipulations, URL
rewrites/redirects, and cache-key normalizations for
Personalized content delivery

No

33

Personalized content delivery - CDN should support requests
redirection to language specific versions of the site based on
the Accept-Language header of the incoming request and
should scale instantly to millions of requests per second with
minimal latency overhead

Yes

34

CDN Should support TLS 1.3 to viewers - CDN Should support
TLS 1.1, 1.2 and 1.3 to viewers

Yes

35

Security Compliance - CDN service and its POP Locations must
have certifications for ISO 20000, I1SO 27001, ISO 22301, ISO
27701, SOC1, SOC2, SOC3, PCI-DSS available on every POP

Yes

36

Request/Response Limits - CDN solution shall be able to set a
limit for URL length, request length, query string length, POST
data length and limit the number of requests from single IP
address for specific time window.

Yes

37

Field level Encryption - CDN should support Field-Level
Encryption to enhance the security of sensitive data or
personally identifiable information (PIl) data to ensure that
the sensitive data can only be decrypted and viewed by
certain components or services in the application stack.

Yes

38

Hosting of CDN WAF - No hardware & software is to be
installed at NIC premises for the provision of the CDN WAF
services.

Yes

Typical Quarterly CDN Traffic Usage

39

Edge Hits-

Total Hits — 26.52 billion
Min hits/s: 1.2k

Max hits/s: 14.26k

Yes

40

Edge Traffic-
Total 2.6 PB
Min bits/s: 1.44Gb/s

Max bits/s: 7.48Gb/s

Yes
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5. Annexure: Detailed Financial Bid

s Amount
N‘; Component (including
: Tax/ GST)
1

CDN traffic volume (per GB) cost as per specifications

Grand Total Value for estimated 45PB (4,71,85,920 GB)

Grand Total Value (GTV) for 45PB (in words) =

(All values are inclusive of taxes/GST)
Note:
The unit cost of CDN Service should include the following components:
e Cost of CDN Service (Traffic Volume, Dynamic Compression, SSL management etc.)
e CDN Security
e  Manpower for managing the CDN service
e One (1) CDN Technical and operational Training per year
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6. Annexure: Format for Grand Total Value

Prices should be quoted in Indian Rupees and indicated both in figures and words. Price in words will prevail, in

the event of any mismatch.

Grand Total Value (GTV) (i.e., Total Charge)

Rs.

(Rupees

) in words

Note: Please ensure that the Grand Total Value (GTV) must match the Total (Table C1+ C2+ C3+ C4+ C5) of
detailed financial bid value given in Annexure 5: Detailed Financial Bid.

Signature
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7.

Annexure - Covering Letter

<To be submitted on the letter head of the Bidder>
<Place>

<Date>

To
The Managing Director,

National Informatics Centre Services Inc,

Subject: RFE of Managed Service Provider (MSP) rate for Provisioning of CDN Service.
(Tender ID: )

Dear Madam/Sir,

This is to notify that our company is submitting technical Bid in response to Tender No
Purchaser/...for Selection of Managed Service Provider for Setting up, Operating and
Managing CDN Service for Purchaser.

Primary and Secondary contact for our company are as follows:

<M/s Company Name> Primary Contact Secondary Contact

Name

Title

Address

Phone

Mobile

Fax

E-mail

1. We are responsible for communicating to the Purchaser in case of any change in
the Primary or/and Secondary contact information specified above. We shall not
hold Purchaser responsible for any non-receipt of Bid process communication in
case such change of information is not communicated and confirmed with NICSI
on time.

2. We are submitting our Bid for Selection of Managed Service Provider for Setting up,
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Operating and Managing CDN Service for Purchaser as per the scope and
requirements of the tender document:

3. By submitting the proposal, we acknowledge that we have carefully read all the
sections and clauses of this tender document including all forms, schedules and
appendices hereto, and are fully informed to all existing conditions and limitations.
We also acknowledge that the company is in agreement with terms and conditions
of the tender and the procedure for bidding and evaluation. We also understand that
any decision taken by NICSI, or the evaluation committee shall be final and binding
on the Bidder.

4. We have enclosed the Earnest Money Deposit as per the tender Conditions. It is liable
to be forfeited in accordance with the provisions of tender document.

5. Deviations:

We declare that all the services shall be performed strictly in compliance with the
Tender Document. Further, we agree additional conditions, if any, found in the Bid
documents, other than those stated in the tender document, shall not be given
effect to.

6. Bid Pricing:
We do hereby confirm that:

Our Bid prices for all platforms and components are exclusive of all taxes, as applicable
on the last date of submission of Bid.

Our Bid prices for Cost of Manpower and cost of Other AMC Expenses are, as applicable
on the last date of submission of Bid.

We further declare that the prices stated in our proposal are in accordance with your
terms and conditions in the bidding document.

7. Qualifying Data:
We solemnly declare that we (including our affiliates or subsidiaries or constituents):

1. are notinsolvent, in receivership, bankrupt or being wound up, not have our
affairs administered by a court or a judicial officer, not have our business
activities suspended and are not the subject of legal proceedings for any of
these reasons, including our Contractors/ subcontractors for any part of the
contract):

2. Do not stand declared ineligible/ blacklisted/ banned/ debarred by the
Procuring Organization or its Ministry/ Department from participation in
its Tender Processes; and/ or

3. Are not convicted (within three years preceding the last date of bid
submission) or stand declared ineligible/ suspended/ blacklisted/
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1.

banned/ debarred by appropriate agencies of Government of India from
participation in Tender Processes of all of its entities, for offences
mentioned in Tender Document in this regard. We have neither changed
our name nor created a new “Allied Firm”, consequent to the above
disqualifications.

4. Do not have any association (as bidder/ partner/ Director/ employee in any
capacity) with any serving or retired public official of the Purchaser or near
relations of such officials.

5. We certify that we fulfil any other additional eligibility condition if prescribed
in Tender Document.

6. We have no conflict of interest, which substantially affects fair competition.
The prices quoted are competitive and without adopting any unfair/
unethical/ anti-competitive means. No attempt has been made or shall be
made by us to induce any other bidder to submit or not to submit an offer to
restrict competition.

8. Restrictions on procurement from bidders from a country or countries, or a class of
countries under Rule 144 (xi) of the General Financial Rules 2017:

“We have read the clause regarding restrictions on procurement from a bidder of a
country which shares a land border with India and on sub-contracting to contractors
from such countries and solemnly certify that we fulfil all requirements in this regard
and are eligible to be considered. We certify that:

1. we are not from such a country or, if from such a country, we are
registered with the Competent Authority (copy enclosed) and

2. we shall not subcontract any work to a contractor from such
countries unless such contractor is registered with the Competent
Authority

We confirm having submitted in qualifying data as required by you in your tender
document. In case you require any further information/documentary proof in this regard
before evaluation of Bid, we agree to furnish the same in time to your satisfaction.

We confirm that information contained in this response or any part thereof, including
documents and instruments delivered or to be delivered to Purchaser are true, accurate,
verifiable and complete. This response includes all information necessary to ensure that
the statements therein do not in whole or in part misled Purchaser in its evaluation
process.

We fully understand and agree that on verification, if any of the information provided
here is found to be misleading the evaluation process or result in unduly favours to our
company in evaluation process, we are liable to be dismissed from the selection process
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or termination of the contract during the contract with Purchaser.
We understand that you are not bound to accept the lowest or any Bid you may receive.

It is hereby confirmed that I/We are entitled to act on behalf of our corporation/
company/firm/organisation and empowered to sign this document as well as such other
documents, which may be required in this connection.

Yours sincerely,
On behalf of [Bidder’s name]
Authorised Signature [In full and initials]:

Name and Title of signatory:

Name of
Firm:

Address:

Seal/Stamp of Bidder:

Place:
Date:
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8. Annexure - Format for Integrity Pact

<To be submitted on the letter head of the Bidder>

This pre-contract agreement (hereinafter called the “Integrity Pact” or “Pact”) is made
on <<day>> of<<month, year>>, between, on one hand, National Informatics Center
(hereinafter called the “Purchaser”, which expression shall mean and include, unless
the context otherwise requires, his successors in office and assigns) of the First Part

AND

M/s <<bidder’s legal entity >> represented by <<name and designation>> (hereinafter
called the “BIDDER”, which expression shall mean and include, unless the context
otherwise requires, his successors and permitted assigns) of the Second Part.

WHEREAS the PURCHASER proposes to engage the Managed Service Provider
(BIDDER) for implementation and operations management of the Project and the
BIDDER is willing to offer/has offered the services and

WHEREAS the BIDDER is a private company/public company/Government
undertaking/partnership/registered export agency, constituted in accordance with the
relevant law in the matter and the PURCHASER is a Ministry/Department/Attached
Office of the Government of India.

NOW, THEREFORE,

To avoid all forms of corruption by following a system that is fair, transparent and free
from any influence/prejudiced dealings prior to, during and subsequent to the
currency of the contract to be entered into with a view to: -

Enabling the PURCHASER to obtain the desired services at a competitive price in
conformity with the defined specification by avoiding the high cost and the
distortionary impact of corruption on public procurement, and

Enabling BIDDERs to abstain from bribing or indulging in any corrupt practice in order
to secure the contract by providing assurance to them that their competitors will also
abstain from bribing and other corrupt practices and the PURCHASER will commit to
prevent corruption, in any form, by its officials by following transparent procedures.

The parties hereto hereby agree to enter into this Integrity Pact and agree as follows:

Commitments of the PURCHASER

The PURCHASER undertakes that no official of the PURCHASER, connected directly or indirectly with the
contract, will demand, take a promise for or accept, directly or through intermediaries, any bribe,
consideration, gift, reward, favour or any material or immaterial benefit or any other advantage from the
BIDDER, either for themselves or for any person, organisation or third party related to the contract in
exchange for an advantage in the bidding process, bid evaluation, contracting or implementation process
related to the contract.

The PURCHASER will, during the pre-contract stage, treat all the BIDDERs alike, and will provide to all
BIDDERs the same information and will not provide any such information to any particular BIDDER which
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could afford an advantage to that particular BIDDER in comparison to other BIDDERs.

All the officials of the PURCHASER will report to the appropriate Government office any attempted or
completed breaches of the above commitments as well as any substantial suspicion of such a breach.

(b) In case any such preceding misconduct on the part of such official(s) is reported by the BIDDER to the
PURCHASER with full and verifiable facts and the same is prima facie found to be correct by the PURCHASER,
necessary disciplinary proceedings, or any other action as deemed fit, including criminal proceedings may be
initiated by the PURCHASER and such a person shall be debarred from further dealings related to the contract
process. In such a case while an enquiry is being conducted by the PURCHASER the proceedings under the
contract would not be stalled.

Commitments of the BIDDER

(c) The BIDDER commits itself to take all the measures necessary to prevent corrupt practices, unfair means and
illegal activities during any stage of its bid or during any pre-contract or post-contract stage in order to secure
the contract or in furtherance to secure it and in particular commit itself to the following: -

i The BIDDER will not offer, directly or through intermediaries, any bribe, gift, consideration, reward,
favour or any material or immaterial benefit or other advantage, commission, fees, brokerage or
inducement to any official of the PURCHASER, connected directly or indirectly with the bidding
process, or to any person, organisation or third party related to the contract in exchange for any
advantage in the bidding, evaluation, contracting and implementation of the contract.

ii. The BIDDER further undertakes that it has not given, offered or promised to give, directly or
indirectly any bribe, gift, consideration, reward, favour, any material or immaterial benefit or other
advantage, commission, fees, brokerage or inducement to any official of the PURCHASER or
otherwise in procuring the Contract or forbearing to do or having done any act in relation to the
obtaining or execution of the contract or any other contract with the Government for showing or
forbearing to show favour or dis-favour to any person in relation to the contract or any other
contract with the Government.

iii. BIDDER shall disclose the payments to be made by them to agents/brokers or any other
intermediary, in connection with this bid/contract.

iv. The BIDDER further confirms and declares to the PURCHASER that the BIDDER has not engaged
any individual or firm or company whether Indian or foreign to intercede, facilitate or in any way
to recommend to the PURCHASER or any of its functionaries, whether officially or unofficially to
the award of the contract to the BIDDER, nor has any amount been paid, promised or intended to
be paid to any such individual, firm or company in respect of any such intercession, facilitation or
recommendation.

V. The BIDDER, either while presenting the bid or during pre-contract negotiations or before signing
the contract, shall disclose any payments he has made, is committed to or intends to make to
officials of the PURCHASER or their family members, agents, brokers or any other intermediaries
in connection with the contract and the details of services agreed upon for such payments.

Vi. The BIDDER will not collude with other parties interested in the contract to impair the
transparency, fairness and progress of the bidding process, bid evaluation contracting and
implementation of the contract.

vii. The BIDDER will not accept any advantage in exchange for any corrupt practice, unfair means and
illegal activities.

viii. The BIDDER shall not use improperly, for purposes of competition or personal gain, or pass on to
others, any information provided by the PURCHASER as part of the business relationship, regarding
plans, technical proposals and business details, including information contained in any electronic
data carrier. The BIDDER also undertakes to exercise due and adequate care lest any such
information is divulged.
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ix. The BIDDER commits to refrain from giving any complaint directly or through any other manner

without supporting it with full and verifiable facts.

X. The BIDDER shall not instigate or cause to instigate any third person to commit any of the actions
mentioned above.

Xi. If the BIDDER who is involved in the bid process or any employee of such BIDDER or any person

acting on behalf of such BIDDER, either directly or indirectly, is a relative of any of the officers of
the PURCHASER, or alternatively, if any relative of an officer of PURCHASER who is involved in the
bid process has financial interest/stake in the BIDDER’s firm, the same shall be disclosed by the
BIDDER at the time of filing of tender.

Xii. The BIDDER shall not lend to or borrow any money from or enter into any monetary dealings or
transactions, directly or indirectly, with any employee of the PURCHASER.

Xiii. For the purposes of clauses 3.11 and 3.12, the listed words shall have the ascribed meanings as
follows:

“Employee of such BIDDER or any person acting on behalf of such BIDDER” means only those

persons acting on behalf of such Bidder who are involved in the bid process / Project.

“officers/employee of the PURCHASER”, means only those persons who are involved in the

bid process / Project.

“Financial interest/stake in the BIDDER’s firm” excludes investment in securities of listed

companies”.

(d) Previous Transgression

i The

BIDDER declares that no previous transgression occurred in the last three years

immediately before signing of this Integrity Pact, with any other company in any country in

respect of any corrupt practices envisaged hereunder or with any Public Sector Enterprise in

India

or any Government Department in India that could justify BIDDER’s exclusion from the

tender process.

ii. The BIDDER agrees that if it makes incorrect statement on this subject, BIDDER can be

disqualified from the tender process or the contract, if already awarded, can be terminated for
such reason.

(e) Sanctions for Vi

olations

i Any breach of the aforesaid provisions by the BIDDER or anyone employed by it or acting on its
behalf (whether with or without the knowledge of the BIDDER) shall entitle the PURCHASER to
take all or any one of the following actions, wherever required:

(a)

(b)

(c)

(e)

To immediately call off the pre-contract negotiations without assigning any reason or
giving any compensation to the BIDDER. However, the proceedings with the other
BIDDER(s) would continue.

The Earnest Money Deposit (in pre-contract stage) and/or Performance Security/PBG
(after the contract is signed) shall stand forfeited either fully or partially, as decided by
the PURCHASER and the PURCHASER shall not be require assigning any reason,
therefore.

To immediately cancel the contract, if already signed, without giving any compensation
to the BIDDER.

To recover all sums already paid by the PURCHASER, and in case of an Indian BIDDER
with interest thereon at 2% higher than the prevailing prime lending rate of State Bank
of India, while in case of a BIDDER from a country other than India with interest thereon
at 2% higher than the LIBOR. If any outstanding payment is due to the BIDDER from the
PURCHASER in connection with any other contract for any other stores, such
outstanding payment could also be utilised to recover the aforesaid sum and interest.
To encash the advance bank guarantee and performance bond/warranty bond, if
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furnished by the BIDDER, in order to recover the payments, already made by the
PURCHASER, along with interest.

(f) To cancel all or any other Contracts with the BIDDER. The BIDDER shall be liable to pay
compensation for any loss or damage to the PURCHASER resulting from such
cancellation/rescission and the PURCHASER shall be entitled to deduct the amount so
payable from the money(s) due to the BIDDER.

(g) To debar the BIDDER from participating in future bidding processes of the Government
of India for a minimum period of five years, which may be further extended at the
discretion of the PURCHASER.

(h) Torecover all sums paid in violation of this Pact by BIDDER(s) to any middleman or agent
or broker with a view to securing the contract.

(i) In cases where irrevocable Letters of Credit have been received in respect of any
contract signed by the PURCHASER with the BIDDER, the same shall not be opened.

(j) Forfeiture of Performance Bond in case of a decision by the PURCHASER to forfeit the
same without assigning any reason for imposing sanction for violation of this Pact.

The PURCHASER will be entitled to take all or any of the actions mentioned at Annexure SLA of
this Pact also on the commission by the BIDDER or any one employed by it or acting on its
behalf (whether with or without the knowledge of the BIDDER), of an offence as defined in
Chapter IX of the Indian Penal code, 1860 or Prevention of Corruption Act, 1988 or any other
statute enacted for prevention of corruption.

The decision of the PURCHASER to the effect that a breach of the provisions of this Pact has

been committed by the BIDDER shall be final and conclusive on the BIDDER. However, the
BIDDER can approach the Independent Monitor(s) appointed for the purposes of this Pact.

(f) Fall Clause

The BIDDER undertakes that under similar buying conditions, it has not supplied/is not
supplying similar product/systems or subsystems at a price lower than that offered in the
present bid in respect of any other Ministry/Department of the Government of India or PSU
and if it is found at any stage that similar product/systems or subsystems was so supplied by
the BIDDER to any other Ministry/Department of the Government of India or a PSU at a lower
price, then that very price, with due allowance for elapsed time, will be applicable to the
present case and the difference in the cost would be refunded by the BIDDER to the
PURCHASER, if the contract has already been concluded.

(g) Independent Monitors

Shri <Name> has been appointed as Independent External Monitor (hereinafter referred to as
Monitor) for overseeing and implementation of the Pre-Contract Integrity Pact for procurement of
services in NIC/NICSI. His contact details are as under:

<Name>
<Address>

<Contact details>

The task of the Monitors shall be to review independently and objectively, whether and to what extent
the parties comply with the obligations under this Pact.

The Monitors shall not be subject to instructions by the representatives of the parties and perform
their functions neutrally and independently.

Both the parties accept that the Monitors have the right to access all the documents relating to the
project/procurement, including minutes of meetings.
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vi.

Vii.

viii.

As soon as the Monitor notices, or has reason to believe, a violation of this Pact, he will so inform the
Authority designated by the PURCHASER.

The BIDDER(s) accepts that the Monitor has the right to access without restriction to all Project
documentation of the PURCHASER including that provided by the BIDDER. The BIDDER will also grant
the Monitor, upon his request and demonstration of a valid interest, unrestricted and unconditional
access to his project documentation. The same is applicable to Subcontractors. The Monitor shall be
under contractual obligation to treat the information and documents of the BIDDER/Subcontractor(s)
with confidentiality.

The PURCHASER will provide to the Monitor sufficient information about all meetings among the
parties related to the Project provided such meetings could have an impact on the contractual
relations between the parties. The parties will offer to the Monitor the option to participate in such
meetings.

The Monitor will submit a written report to the designated Authority of PURCHASER/Secretary in the
Department/ within 8 to 10 weeks from the date of reference or intimation to him by the
PURCHASER/BIDDER and, should the occasion arise, submit proposals for correcting problematic
situations.

(h) Facilitation of investigation

In case of any allegation of violation of any provisions of this Pact or payment of
commission, the PURCHASER or its agencies shall be entitled to examine all the
documents including the Books of Accounts of the BIDDER and the BIDDER shall
provide necessary information and documents in English and shall extend all
possible help for the purpose of such examination.

(i) Law and Place of Jurisdiction

)

This Pact is subject to Indian Law. The place of performance and jurisdiction is New
Delhi.

Other Legal Actions

The actions stipulated in this Integrity Pact are without prejudice to any other legal
action that may follow in accordance with the provisions of the extant law in force
relating to any civil or criminal proceedings.

(k) Validity

The validity of this Integrity Pact shall be from date of its signing and extend up to ___ years or the
complete execution of the contract to the satisfaction of both the PURCHASER and the BIDDER,
including warranty period, whichever is later. In case Bidder is unsuccessful, this Integrity Pact shall
expire after six months from the date of signing of the contract.

Should one or several provisions of this Pact turn out to be invalid, the remainder of this Pact shall
remain valid. In this case, the parties will strive to come to an agreement to their original intentions.

() The parties hereby sign this Integrity Pact at on
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PURCHASER BIDDER

Name of Officer CHIEF EXECUTIVE OFFICER

Designation

Dept/Ministry/PSU

WITNESS WITNESS

Note: - Provisions of these clauses would need to be amended / deleted in line
with the policy of the PURCHASER in regard to involvement of Indian agents
for foreign suppliers.
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9. Annexure - Format for Change Control Note
<To be submitted on the letter head of the Bidder>

Please attach any paper required to support this Change Request

RFE Reference

Subject
Change No. Change Request Date Required Proposed
Requested By by Implementation
Date Date
Type of Change
c
.0
® Requested Change
S
v
3 Reason for Change

CR Classification

Severity

Component name:

Priority:
High

(Choose P1 TO -
Medium

Details (if any):

P3)
Low

Impact of Proposed Change

Area

Note: If possible, provide details of impact in terms of days/INR

Impact on
Cost (Estimated cost
for each component
and justification for
the same)

| ¢ Impact on

mpac
P CDN operations

including risks

and issues

Impact on
Schedule

Schedule Date

Proposed New Date

Conclusion for consideration of NIC/NICSI:
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10. Annexure - BIDDER Auditor’s Certificate for Avg. Annual Turnover

<Declaration by the statutory auditor/CA >
Date: DD/MM/YYYY

To

Tender Division,

National Informatics Centre Services Inc., 1% Floor, NBCC Tower,
15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Subject: “RFE of Managed Service Provider (MSP) rate for Provisioning of CDN Service.”

Dear Sir,

This is to certify that the Annual Turnover of M/S......ccmmrneene. <Registered name of bidder > from the
ICT/ITeS/CDN /Data Centre/Cloud related services as per books and records for the following financial years are
as under.

S. No. Financial Year Annual Turnover (in INR Crores)
1. | FY 2022-23
2. | FY 2023-24
3. | FY 2024-25
Average Annual Turnover

| further certify that | am competent officer in my company to make this declaration.
Yours sincerely,

Signature of Authorized Signatory (with official seal)
Name:

Designation:

Address:

Telephone and Fax:

E-mail Address:

Instructions
1. The Bidder shall attach copies of the Balance Sheets and Profit and Loss Statements for the Financial
Years 2022-23, 2023-24, 2024-25.
2. The financial statements shall:
a. Be audited by a statutory auditor/CA.
b. Correspond to accounting periods already completed and audited (no statement for partial
period shall be requested or accepted).
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11. Annexure - Experience of implementing similar projects.

<To be provided each project separately on Bidder’s Letter head>

S. No. Item Bidder’s Response
1. Name of the Organization
2. Project Name
3. Name of the Client
4. Country
5. Contact Details of the Client
(Contact Name, Address, Telephone Number)
6. Approximate Value of the Contract in INR
7. Duration of Assignment (in months)
8. Award Date (month/year)
9. Completion Date (month/year)
10. Narrative Description of the Project
11 Details of Work that defines the scope relevant to
the requirement
12. Documentary Evidence(s) Attached

Instructions:

i. Aseparate table sheet should be filled for each eligible project.

ii. Particulars such as name, address and contact details of owner/client
should be provided.

iii. Each project should be furnished with a completion certificate from the
client.

iv. If it is an Ongoing Project, Work Order along with ongoing
certificate, duly signed by the client, must be submitted.
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12. Annexure - BIDDER Experience: CDN Capacity and Traffic Analytics
<<To be provided on the letterhead of the BIDDER >>
Date:
To
Tender Division,
National Informatics Centre Services Inc.,
1°t Floor, NBCC Tower, 15 Bhikaji Cama Place,
New Delhi -110066 Tel: 011-22900534/35
Sub: Experience of setup and operating a CDN for participation in RFE of the NICSI titled “RFE of Managed Service
Provider (MSP) rate for Provisioning of CDN Service.”

Dear Sir,

It is certified that we, M/S .....cccoeeerereeeererenne <Registered BIDDER name and its communication address>, have
experience of setup and operating CDN Service operation with Capacity and Traffic Analytics.
1. The service should be scalable enough to sustain very high concurrency and traffic usage
i. Traffic - min 2 billion hits per day
ii. Bandwidth - 5-10 GB/s
2. The CDN Service should include real time Traffic Analytics with below features:
- IP wise/ Geo location wise/URL wise etc.
- Online and scheduled reports.
Reports displaying the performance parameters and Traffic analytics.

S.No. |jtems Bidder’s Response
1 Name of the Organization
2 Project Name
3. Name of the Client
4 Country
Contact Details of the Client
>. (Contact Name, Address, Telephone Number)
6 Approximate Value of the Contract
7 Duration of Assignment (in months)
8. Award Date (month/year)
9 Completion Date (month/year)
10. Narrative Description of the Project
11. CDN Capacity (Count of L1, L2, L3 resource)
12. Details of IT Infrastructure to which the CDN catered
13. Documentary Evidence(s) Attached

CDN, and License Detail are given below.

S. No. Name of the CDN Service Function (Caching, Media
Delivery, WAF etc.)

1 CDN Service ...

Yours faithfully,

Name and Designation of the Authorized Signatory Date:
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13. Annexure - BIDDER Experience: CDN Security
<<To be provided on the letterhead of the BIDDER >>
Date:
To
Tender Division,
National Informatics Centre Services Inc.,
1°t Floor, NBCC Tower, 15 Bhikaji Cama Place,
New Delhi -110066 Tel: 011-22900534/35
Sub: Experience of setup and operating a CDN for participation in RFE of the NICSI titled “RFE of Managed Service
Provider (MSP) rate for Provisioning of CDN Service.”

Dear Sir,

It is certified that we, M/S .....cccoeeerereeeererenne <Registered BIDDER name and its communication address>, have
experience of setup and operating a CDN Service below mentioned Security.

1. CDN solution have Layer 3-7 security features such as WAF, Volumetric Attacks, Geo Fencing, Stream
protection and Token Authentication for streaming.

2. APIs available for Integration with third party application / Cache Refresh.

An undertaking in this regard must be provided by the agency on its company letter head duly signed and
stamped by the authorized signatory**

S.No. |jtems Bidder’s Response

Name of the Organization

Assignment Name

1
2
3. Name of the Client
4 Country

Contact Details of the Client

>. (Contact Name, Address, Telephone Number)

Approximate Value of the Contract

Duration of Assignment (in months)

6
7
8. Award Date (month/year)
9

Completion Date (month/year)

10. Narrative Description of the Project

11. CDN Capacity (Count of L1, L2, L3 resource)

12. Details of IT Infrastructure to which the CDN catered

13. Documentary Evidence(s) Attached

CDN, and License Detail are given below.

S.No. | Name of the CDN Service Security Features

1 CDN Service ...

Yours faithfully,

Name and Designation of the Authorized Signatory Date:
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14. Annexure - BIDDER Declaration for ISO
<<To be printed on BIDDER ’s Letterhead and signed by Authorized Signatory>>

To

Tender Division,

National Informatics Centre Services Inc.,
1%t Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Sub: Declaration for under process ISO certificate to participate in RFE of the NICSI titled “RFE of Managed
Service Provider (MSP) rate for Provisioning of CDN Service.”

Dear Sir,
It is certified that, M/S..... e <BIDDER ’s Registered name and its communication
address>, has applied for ISO <name of Certificate/s > certificate on < Date>.

Hereby agree that if the above-mentioned certificate is not possessed to the NICSI at the time of LOI /Workorder
issuance then further 0.1% penalty of 5 years BoQ value for each day of delay shall be imposed. However, such
penalty of BIDDER shall not exceed 10% of 5 years BoQ value. | hereby confirm that the NICSI at its discretion
can award this bid to other next bidder in case of penalty excessed 10% of 5 years BoQ value or more than 10
weeks of delay.

Yours Sincerely,

(Authorized Signature)
Name:

Place:

Date:

Company Seal:
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15. Annexure - BIDDER Declaration for IT Act
<<To be printed on BIDDER ’s Letterhead and signed by Authorized Signatory>>

To

Tender Division,

National Informatics Centre Services Inc.,
1%t Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Sub: Compliant for IT act 2000 declaration for participation in RFE of the NICSI titled “RFE of Managed Service
Provider (MSP) rate for Provisioning of CDN Service.”

Dear Sir,

It is certified that, M/S.....ccovveeeevereene. <Registered name of the bidder and its communication
address>, is compliant with IT Act 2000 (including 43A) and amendments.

Yours Sincerely,

(Authorized Signature)
Name of the Bidder:
Place:

Date:

Company Seal:
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16. Annexure - BIDDER Undertaking for Manpower Capacity
<<To be printed on BIDDER ’s Letterhead and signed by Authorized Signatory>>

Date: DD/MM/YYYY

To

Tender Division,

National Informatics Centre Services Inc.,
1%t Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi-110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Subject: Manpower details for participating in RFE of the NICSI titled “RFE of Managed Service Provider (MSP)
rate for Provisioning of CDN Service.”

Dear Sir,

| have carefully gone through the Terms and Conditions contained in the “RFE of Managed Service Provider
(MSP) rate for Provisioning of CDN Service”. | hereby declare that my company ......ccceeueueeee <company’s
name> has .....ccccceeevvvrvrrrnnen. <number> of full-time employees and out of them........................... <number > technical
employees have valid cloud/cloud service certifications, and they are based in India.

Details of certified technical employees are given below.

S. |Name of |Designation [Highest |Name of the |Certification |Total Total Name of
Noithe Qualificalcloud/cloud |Details Experience |Relevant Project
Resource tion service (inyears) |[Experience |currently
certifications (in Years working
on
2
N

| further certify that | am competent officer in my company to make this declaration.

Yours sincerely,

Signature of Authorized Signatory (with official seal)
Name:

Designation:

Address:

Telephone and Fax:

E-mail Address:
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17. Annexure - Draft proforma for Non-Disclosure Agreement
<To be submitted on the letter head of the Bidder>
Non-Disclosure Agreement

We the undersigned Service Provider (BIDDER), , having our principal
place of business/ registered office at , are desirous of providing services under the terms
and conditions as stipulated under Tender No. dated "RFE of Managed Service Provider (MSP)

rate for Provisioning of CDN Service." (Hereinafter called the said 'RFE') to NICSI, having its office at 1st FLOOR,

NBCC TOWER, 15 BHIKAJI CAMA PLACE, NEW DELHI — 110066., hereinafter referred to as ‘Purchaser' and,

Whereas the Service Provider is aware and confirms that the Purchaser’s business/ operations, information,

Application/software, hardware, business data, architecture schematics, designs, storage media and other

information / documents made available by the Purchaser in the RFE documents during the bidding process and

thereafter, or otherwise (confidential information for short) is privileged and strictly confidential and/or
proprietary to the Purchaser,

NOW THEREFORE, in consideration of disclosure of confidential information, and in order to ensure the

Purchaser’s grant to the Service Provider of specific access to Purchaser’s confidential information, property,

information systems, network, databases and other data, the Service Provider agrees to all of the following

conditions.

It is hereby agreed as under:

1. The confidential information to be disclosed by the Purchaser under this Agreement (“Confidential
Information”) shall include without limitation, any and all information in written, representational,
electronic, verbal or other form relating directly or indirectly to processes, methodologies, algorithms, risk
matrices, thresholds, parameters, reports, deliverables, work products, specifications, architecture, project
information, money laundering typologies, related computer programs, systems, trend analysis, risk plans,
strategies and information communicated or obtained through meetings, documents, correspondence or
inspection of tangible items, facilities or inspection at any site to which access is permitted by the Purchaser.

2. Confidential Information does not include information which:

=

the Service Provider knew or had in its possession, prior to disclosure, without limitation on its
confidentiality.

2. information in the public domain as a matter of law.

3. is obtained by the Service Provider from a third party without any obligation of confidentiality.

4. the Service Provider is required to disclose by order of a competent court or regulatory authority.

5. s released from confidentiality with the written consent of the Purchaser.

The Service Provider shall have the burden of proving hereinabove are applicable to the information in the

possession of the Service Provider.

(i) The Service Provider agrees to hold in trust any Confidential Information received by the Service Provider, as
part of the Tendering process or otherwise, and the Service Provider shall maintain strict confidentiality in
respect of such Confidential Information, and in no event a degree of confidentiality less than the Service
Provider uses to protect its own confidential and proprietary information. The Service Provider also agrees:
10 to maintain and use the Confidential Information only for the purposes of bidding for this RFE and

thereafter only as expressly permitted herein.

11 to only make copies as specifically authorized by the prior written consent of the Purchaser and with
the same confidential or proprietary notices as may be printed or displayed on the original.

12 to restrict access and disclosure of Confidential Information to their employees, agents, consortium
members and representatives strictly on a "need to know" basis, to maintain confidentiality of the
Confidential Information disclosed to them in accordance with this clause; and

13 to treat Confidential Information as confidential unless and until Purchaser expressly notifies the
Service Provider of release of its obligations in relation to the said Confidential Information

(ii) Notwithstanding the foregoing, the Service Provider acknowledges that the nature of activities to be
performed as part of the Tendering process or thereafter may require the Service Provider’s personnel to be
present on premises of the Purchaser or may require the Service Provider’s personnel to have access to
software, hardware, computer networks, databases, documents and storage media of the Purchaser while
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on or off premises of the Purchaser. It is understood that it would be impractical for the Purchaser to monitor
all information made available to the Service Provider’s personnel under such circumstances and to provide
notice to the Service Provider of the confidentiality of all such information.

Therefore, the Service Provider shall disclose or allow access to the Confidential Information only to those
personnel of the Service Provider who need to know it for the proper performance of their duties in relation
to this project, and then only to the extent reasonably necessary. The Service Provider will take appropriate
steps to ensure that all personnel to whom access to the Confidential Information is given are aware of the
Service Provider’s confidentiality obligation. Further, the Service Provider shall procure that all personnel of
the Service Provider are bound by confidentiality obligation in relation to all proprietary and Confidential
Information received by them which is no less onerous than the confidentiality obligation under this
agreement.

(iii)The Service Provider shall establish and maintain appropriate security measures to provide for the safe
custody of the Confidential Information and to prevent unauthorized access to it.

(iv)The Service Provider agrees that upon termination/expiry of this Agreement or at any time during its
currency, at the request of the Purchaser, the Service Provider shall promptly deliver to the Purchaser the
Confidential Information and copies thereof in its possession or under its direct or indirect control, and shall
destroy all memoranda, notes and other writings prepared by the Service Provider or its Affiliates or
directors, officers, employees or advisors based on the Confidential Information and promptly certify such
destruction

(v) Confidential Information shall at all times remain the sole and exclusive property of the Purchaser. Upon
completion of the Tendering process and/or termination of the contract or at any time during its currency,
at the request of the Purchaser, the Service Provider shall promptly deliver to the Purchaser the Confidential
Information and copies thereof in its possession or under its direct or indirect control, and shall destroy all
memoranda, notes and other writings prepared by the Service Provider or its Affiliates or directors, officers,
employees or advisors based on the Confidential Information within a period of sixty days from the date of
receipt of notice, or destroyed, if incapable of return. The destruction shall be witnessed and so recorded, in
writing, by an authorized representative of the Purchaser. Without prejudice to the above the Service
Provider shall promptly certify to the Purchaser, due and complete destruction and return. Nothing
contained herein shall in any manner impair rights of the Purchaser in respect of the Confidential
Information.

(vi)In the event that the Service Provider hereto becomes legally compelled to disclose any Confidential
Information, the Service Provider shall give sufficient notice and render best effort assistance to the
Purchaser to enable the Purchaser to prevent or minimize to the extent possible, such disclosure. Service
Provider shall not disclose to a third party any Confidential Information or the contents of this RFE without
the prior written consent of the Purchaser. The obligations of this Clause shall be satisfied by handling
Confidential Information with the same degree of care, which the Service Provider applies to its own similar
Confidential Information but in no event less than reasonable care.

For and on behalf of:
(Service Provider (BIDDER):
Authorized Signatory:
Name:

Designation:

Place:

(Office Seal)
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18. Annexure - Bidder Profile
<To be submitted on the letter head of the Bidder>

Date: RFE No.:
S. No. | Area of the details to be provided Respondln.g Firm’s/Company Details
to be provided
1 Name of the Bidder
2 Address of the Bidder
3 Telephone number of the Firm/company
4 Bid number and date
5 Name of the contact person to whom all references shall
be made regarding this RFE
6 Designation of the person to whom all references shall
be made regarding this tender
7 Address of the person to whom all references shall be
made regarding this tender
8 E-mail address of the Firm/company
9 Fax number of the Firm/company
10 Website address of the Firm/company
11 Details of 1. Registration Number
Registration | of the Firm/company.
2. Name of the place where the
firm/company was registered.
3. Date when the company was
registered.
4 Product /Service for which registered
5. Validity Period, if applicable.
12 Central Service Tax No.
13 VAT/Service Tax No.
14 PAN No.
15 e Annual Turnover during last three financial Years last
three years.
e Positive net worth as on 31 March 2025
16 Income Tax Paid during the last three financial Years
17 Details of ownership of the firm (Name and Address of
the Board of Directors, Partners, etc.)
18 Name of the authorized Signatory who is authorized to
quote in the tender and enter into the rate Contract
(Power of Attorney to be submitted)
19 Name of the Bankers along with the branch (as
appearing in MICR cheque) and Account No.
20 Status of Firm/company like Pvt. Ltd. etc.
21 Locations 1. The corporate address
and 2. The official address of the service
addresses delivery centers at Consignee Location
of the (Laxmi Nagar, New Delhi.)
offices.
Witness: Bidder:
Signature -----------meemeenaeean Signature: -----------semecmeenaeenns
Name Name:
Address ---------m---mmmmeeneee Designation: ---------------------- Company Seal: ---------------------
Date Date:
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19. Annexure - Format for Earnest Money Deposit [EMD] in form of Bank Guarantee
<To be submitted on the letter head of the Bidder>

Ref: Date:
BG Number: Bid Number:
To,

Tender Processing Section
National Informatics Centre Services Inc.,

1st Floor, NBCC Tower,
15 Bhikaji Cama Place,
New Delhi -110066

Tel: 011-22900534/35

1. Against contract vide Advance Acceptance of the Tender- No. dated
Covering (hereinafter called the said “Contract”) entered into between the NICSI

(hereinafter called "the Purchaser") and (hereinafter called the “BIDDER

”) this is to certify that at the request of the BIDDER , we Bank Ltd., are holding
intrust in favour of the Purchaser, the amount of (Write the sum here

in words) to indemnify and keep indemnified the Purchaser against any loss or damage that may be caused
to or suffered by the Purchaser by reason of any breach by the BIDDER of any of the terms and conditions
of the said contract and/or in the performance thereof. We agree that the decision of the Purchaser,
whether any breach of any of the terms and conditions of the said contract and/or in the performance
thereof has been committed by the BIDDER and the amount of loss or damage that has been caused or
suffered by the Purchaser shall be final and binding on us and the amount of the said loss or damage shall
be paid by us forthwith on demand and without demur to the Purchaser.

2. We Bank Ltd, further agree that the guarantee herein contained

shall remain in full force and effect during the period that would be taken for satisfactory performance and
fulfilment in all respects of the said contract by the BIDDER i.e. till hereinafter called the said date
and that if any claim accrues or arises against us, Bank Ltd, by virtue of this

guarantee before the said date, the same shall be enforceable against us

Bank Ltd, notwithstanding the fact that the same is enforced within six months after the said date, provided
that notice of any such claim has been given to us, Bank Ltd, by the Purchaser before

the said date. Payment under this letter of guarantee shall be made promptly upon our receipt of notice
to that effect from the Purchaser.

3. It is fully understood that this guarantee is effective from the date of the said contract and that we
Bank Ltd, undertake not to revoke this guarantee during its currency without the consent
in writing of the Purchaser.

4.  We undertake to pay to the Purchaser any money so demanded notwithstanding any dispute or disputes
raised by the BIDDER in any suit or proceeding pending before any court or Tribunal relating thereto our
liability under this present bond being absolute and unequivocal.

The payment so made by us under this bond shall be a valid discharge of our liability for payment there
under and the BIDDER shall have no claim against us for making such payment.

5. We Bank Ltd, further agree that the Purchaser shall have the fullest liberty, without affecting in any manner
our obligations hereunder to vary any of the terms and conditions of the said contract or to extend time of
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performance by the Tendered from time to time or to postpone for any time of from time to time any of
the powers exercisable by the Purchaser against the said BIDDER and to forebear or enforce any of the
terms and conditions relating to the said contract and we, Bank Ltd, shall not be
released from our liability under this guarantee by reason of any such variation or extension being granted
to the said BIDDER or for any forbearance by the Purchaser to the said BIDDER or for any forbearance and
or omission on the part of the Purchaser or any other matter or thing whatsoever, which under the law
relating to sureties, would, but for this provision have the effect of so releasing us from our liability under

this guarantee.

6. This guarantee shall not be discharged due to the change in the constitution of the Bank or the BIDDER.

Date

Place Signature

Witness_Printed name.

(Bank's seal)
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20. Annexure - Restriction on ToT under Rule 144(xi) of the GFR
<To be submitted on the letter head of the Bidder>
Ref: Date:

To,

National Informatics Centre Services Inc.,

1st Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Subject: Restriction under Rule 144(xi) of the GFR declaration for Tender No:

Sir,

| <Authorized Signatory> have read the clause regarding restrictions on procurement from a bidder of a
country which shares a land border with India.

| certify that the bidder <Bidder Name> is not from such a country and does not have any specified transfer of
technology (ToT) from such a country or, if from such a country or if having specified ToT from such a country
has been registered with the Competent Authority (i.e., Registration Committee constituted by Department
for Promotion of Industry and Internal Trade (DPIIT)).

| hereby certify that this bidder fulfils all the requirements in this regard and is eligible to be considered for the
participation in this RFE. [where applicable, evidence of valid registration by the Competent Authority shall be
attached along with this Annexure]

Thanking you,

For <Bidder Name>

< (Authorized Signatory)>
Name:

Designation:

Contact Details:

Seal of the Company
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21. Annexure - Self-Declaration of land border Rule 144 (xi) in GFRs 2017

<To be submitted on the letter head of the Bidder>
DECLARATION LETTER FOR RULE 144 (To be given on Company’s Letter Head)
To,

Ref: Your Tender / ENqUiry NO. ....cocveeeeecieriece et Dated ....ccecvvveeee. Si Name:
Dear Sir/Mam,

We, the Sl are desirous of participating in the EOIl/Tender/Enquiry process in response to
your captioned Tender and in this connection, we hereby declare, confirm and agree as
under:

A) We, the Sl have read and understood the contents of the Office Memorandum bearing
no. F. No. 6/18/2019/PPD dated 23rd July 2020 and order (Public Procurement No.4 )
bearing No.F.7/10/2021-PPD (1) dated 23.02.2023 issued by Department of Expenditure,
Ministry of Finance, Government of India on insertion of Rule 144(xi) in the General
Financial Rules (GFRs) 2017 and the amendments & clarifications thereof, regarding
restrictions on availing / procurement of goods and services, of any Sl from a country which
shares a land border with India.

B) In terms of the above and after having gone through the said amendments &
clarifications including in particular the words defined therein (which shall have the same
meaning for this Declaration cum Undertaking), I/we the Sl hereby declare and confirm that:
* We, the Sl are not from such a country that shares a land border with India, in terms of the
said amendments to GFR, 2017.

OR

* We, the Sl are from such a country that shares a land border with India and has/have been
registered with the competent authority i.e. the Registration Committee constituted by the
Department of Promotion of Industry and Internal Trade, as stated under Annexure | to the
aforesaid Office memorandum / Order and we submit proof of registration herewith.

OR

We, the Sl are from a country that shares a land border with India, however, Our Country
has been extended lines of credit by the Government of India or/and the Government of
India is engaged in development projects in our Country.

(* Delete whichever is not applicable)

Authorized Signatory
M/s Signature
Name

(Seal of the bidder)
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22. Annexure - OEM Undertaking for Back-to-Back Support
<<To be printed on BIDDER ’s Letterhead and signed by Authorized Signatory>>

To

Tender Division,

National Informatics Centre Services Inc.,
1%t Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Sub: OEM Undertaking for Back-to-Back Support for participation in RFE of the NICSI titled “RFE of Managed
Service Provider (MSP) rate for Provisioning of CDN Service.”

Dear Sir,

We, [OEM Name], hereby confirm that we will provide complete technical and product
support to [Bidder Name] for the [Project Name] as per the terms and duration of the
contract, in accordance with the requirements specified in the RFE [Ref No.].

Yours Sincerely,

(Authorized Signature)
Name of the Bidder:
Place:

Date:

Company Seal:
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23. Annexure - Bidder Undertaking for Back-to-Back Support
<<To be printed on BIDDER ’s Letterhead and signed by Authorized Signatory>>

To

Tender Division,

National Informatics Centre Services Inc.,
1%t Floor, NBCC Tower,

15 Bhikaji Cama Place,

New Delhi -110066

Tel: 011-22900534/35

Email — tender-nicsi@nic.in

Sub: Bidder’s Undertaking for Back-to-Back Support for participation in RFE of the NICSI titled “RFE of Managed
Service Provider (MSP) rate for Provisioning of CDN Service.”

Dear Sir,

We, [Bidder Name], undertake that complete support from [OEM Name] has been secured
for the full term of the contract. We shall be fully responsible for providing support and
coordination with the OEM to ensure uninterrupted service delivery to the client.

Yours Sincerely,

(Authorized Signature)
Name of the Bidder:
Place:

Date:

Company Seal:
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24. Annexure - Format for providing detail & CVs of Key Personnel
<To be submitted on the letter head of the Bidder>
Date: dd/mm/yyyy
Details of Proposed Manpower as per Scope of Work
Highest Academic

Qualifications and Years of
S. Name of Certifications (e.g. PMP, Relevant
No. | Type of Resource Resource CDCP, ATD, CCNA, ITIL) Experience
Sr Solution
1 Architect

2 Solution Architect
Technical content
writer and
Response)

3 Administrator

Note: The resources deployed under this tender shall be on pay roll and full-time employee
of the BIDDER.

Subcontracting of the resources/manpower is NOT allowed.

The bidder shall provide the summary table of details of the human resource that will be
deployed on this project during the implementation phase.

| hereby declare that the above-mentioned resource would be available for the project as
per RFE.

Yours sincerely,

(Seal and Signature of the Authorized signatory of the System Integrator)

Name and title of Signatory:

Name of System Integrator:

Address:

Location: . Date:

End of the Document
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